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| Applications ¢

@ Control what information is available to applications you use on Facebook,
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applications, and does not extend to elsewhere on the
Internet.

| Facebook © 2009 English (US) About Advertising Developers Jobs Terms = Find Friends Privacy Account Help |

E1 Applications i1 /M & o = &



facebook  Home Profle Friends Inbox

& Privacy » Profile

Contact Information |

Settings Logout |[EES=igeyl

Cantrol wha can see your profile and related information. Visit the Applications page in order to change settings for

applications.

See how a friend sees your profile; | Start typing a friend's name

1 Profile

2 Basic Info

3 Personal Info
4 Status Updates

5 Photos Tagged of You

7 videos Tagged of You
8 Friends

Wall Posts
10

11 Education Info

12 work Info

& | Only Friends | (7
&  Only Friends & | 7]
& | Only Friends v
& | Only Friends F | =)
& | Only Friends o INE:
6 Edit Photo Albums Privacy Settings
8 | Only Friends | [2
& | Only Friends v

Friends may post to my Wall 9

& | Only Friends w
& | Only Friends | 7]
8 | Only Friends & 21

App;licaijons .ﬂ E I E t

|2




Exhibit B



facebook Search

Choose Your Privacy Settings

[i] Basic Directory Information

Ta help real world friends find you, some basic information is open to everyone, We also suggest setting basics like hometown
and irterests to everyone so friends can uss those to connect with you, View settings

[[E} Sharing on Facebook

Everyone

Friends of Friends

Recommended

5= Applications and Websites

and websites,

Everyone Friends of Friends
My status, photos, and posts
Bio and favaorite quotations
Family and relationships
Photos and videos I'm tagged in
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Can comment on posis
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Home Profile Find Friends  Account v
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# Customize settings 4 This is your current setting,
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Facebook | Privacy Settings http://www.facebook.com/

‘ H|Sean:h Home Profile Find Friends  Account

Privacy Settings Applications and Websites

Applications and Websites

What you share when visiting applications and websites

Applications you use will access your Facebook information in order for them to work. For example, a
review application uses your location in order to surface restaurant recommendations.

When you visit a Facebook-enhanced application or website, it may access any information you have
made visible to Everyone (Edit Profile Privacy) as well as your publicly available information. This
includes your Name, Profile Picture, Gender, Current City, Networks, Friend List, and Pages. The
application will request your permission to access any additional information it needs.

You can view the full list of Applications you have authorized on this page.
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This policy is effective as of November 26, 2008.

Facebook Principles

We built Facebook to make it easy to share information with your friends and
people around you. We understand you may not want everyone in the world to
have the information you share on Facebook; that is why we give you control of
your information. Our default privacy settings limit the information displayed in
your profile to your networks and other reasonable community limitations that
we tell you about.

Facebook follows two core principles:

1. You should have control over your personal information.

Facebook helps you share information with your friends and people around you.
You choose what information you put in your profile, including contact and
personal information, pictures, interests and groups you join. And you control
the users with whom you share that information through the privacy settings on
the Privacy page.

2. You should have access to the information others want to share.

There is an increasing amount of information available out there, and you may
want to know what relates to you, your friends, and people around you. We
want to help you easily get that information.

Sharing information should be easy. And we want to provide you with the
privacy tools necessary to control how and with whom you share that
information. If you have questions or ideas, please send them to
privacy@facebook.com .

Safe Use of Facebook
For information for users and parents about staying safe on Facebook, click here.

Facebook's Privacy Policy

Facebook's Privacy Policy is designed to help you understand how we collect
and use the personal information you decide to share, and help you make
informed decisions when using Facebook, located at www.facebook.com and its
directly associated domains (collectively, "Facebook" or "Website")




By using or accessing Facebook, you are accepting the practices described in this
Privacy Policy.

Facebook is a licensee of the TRUSTe Privacy Program. TRUSTe is an
independent, non-profit organization whose mission is to build user's trust and
confidence in the Internet by promoting the use of fair information practices.
This privacy statement covers the site www.facebook.com and its directly
associated domains. Because this Web site wants to demonstrate its commitment
to your privacy, it has agreed to disclose its information practices and have its
privacy practices reviewed for compliance by TRUSTe.

[f you have questions or concerns regarding this statement, you should first
contact our privacy staff at privacy@facebook.com . If you do not receive
acknowledgement of your inquiry or your inquiry has not been satisfactorily
addressed, you should contact TRUSTe Watchdog at
http://www.truste.org/consumers/watchdog_complaint.php. TRUSTe will then
serve as a liaison with us to resolve your concerns.

EU Safe Harbor Participation

We participate in the EU Safe Harbor Privacy Framework as set forth by the
United States Department of Commerce. As part of our participation in the safe
harbor, we have agreed to TRUSTe dispute resolution for disputes relating to our
compliance with the Safe Harbor Privacy Framework. If you have any
complaints regarding our compliance with the Safe Harbor you should first
contact us at privacy@facebook.com . If contacting us does not resolve your
complaint, you may raise your complaint with TRUSTe at

http://www truste.org/users/users_watchdog_intro.html.

The Information We Collect

When you visit Facebook you provide us with two types of information: personal
information you knowingly choose to disclose that is collected by us and Web
Site use information collected by us as you interact with our Web Site.

When you register with Facebook, you provide us with certain personal
information, such as your name, your email address, your telephone number,
your address, your gender, schools attended and any other personal or
preference information that you provide to us.

When you enter Facebook, we collect your browser type and IP address. This
information is gathered for all Facebook visitors. In addition, we store certain




information from your browser using "cookies.” A cookie is a piece of data stored
on the user's computer tied to information about the user. We use session ID
cookies to confirm that users are logged in. These cookies terminate once the user
closes the browser. By default, we use a persistent cookie that stores your login
ID (but not your password) to make it easier for you to login when you come
back to Facebook. You can remove or block this cookie using the settings in your
browser if you want to disable this convenience feature.

When you use Facebook, you may set up your personal profile, form
relationships, send messages, perform searches and queries, form groups, set up
events, add applications, and transmit information through various channels. We
collect this information so that we can provide you the service and offer
personalized features. In most cases, we retain it so that, for instance, you can
return to view prior messages you have sent or easily see your friend list. When
you update information, we usually keep a backup copy of the prior version for
a reasonable period of time to enable reversion to the prior version of that
information.

You post User Content (as defined in the Facebook Terms of Use) on the Site at
your own risk. Although we allow you to set privacy options that limit access to
your pages, please be aware that no security measures are perfect or
impenetrable. We cannot control the actions of other Users with whom you may
choose to share your pages and information. Therefore, we cannot and do not
guarantee that User Content you post on the Site will not be viewed by
unauthorized persons. We are not responsible for circumvention of any privacy
settings or security measures contained on the Site. You understand and
acknowledge that, even after removal, copies of User Content may remain
viewable in cached and archived pages or if other Users have copied or stored
your User Content.

Any improper collection or misuse of information provided on Facebook is a
violation of the Facebook Terms of Service and should be reported to
privacy@facebook.com .

If you choose to use our invitation service to tell a friend about our site, we will
ask you for information needed to send the invitation, such as your friend’s email
address. We will send your friend an email or instant message in your name
inviting him or her to visit the site, and may send up to two reminders to them.
Facebook stores this information to send invitations and reminders, to register a
friend connection if your invitation is accepted, to allow you to see invitations




you have sent, and to track the success of our referral program. Your friend may
contact us at privacy@facebook.com to request that we remove this information
from our database.

Facebook may also collect information about you from other sources, such as
newspapers, blogs, instant messaging services, and other users of the Facebook
service through the operation of the service (e.g., photo tags) in order to provide
you with more useful information and a more personalized experience.

By using Facebook, you are consenting to have your personal data transferred to
and processed in the United States. '

Children Under Age 13

Facebook does not knowingly collect or solicit personal information from anyone
under the age of 13 or knowingly allow such persons to register. If you are under
13, please do not attempt to register for Facebook or send any information about
yourself to us, including your name, address, telephone number, or email
address. No one under age 13 may provide any personal information to or on
Facebook. In the event that we learn that we have collected personal information
from a child under age 13 without verification of parental consent, we will delete
that information as quickly as possible. If you believe that we might have any
information from or about a child under 13, please contact us at
privacy@facebook.com .

Children Between the Ages of 13 and 18
We recommend that minors over the age of 13 ask their parents for permission
before sending any information about themselves to anyone over the Internet.

Use of Information Obtained by Facebook

When you register with Facebook, you create your own profile and privacy
settings. Your profile information, as well as your name, email and photo, are
displayed to people in the networks specified in your privacy settings to enable
you to connect with people on Facebook. We may occasionally use your name
and email address to send you notifications regarding new services offered by
Facebook that we think you may find valuable.

Profile information is used by Facebook primarily to be presented back to and
edited by you when you access the service and to be presented to others
permitted to view that information by your privacy settings. In some cases where




your privacy settings permit it (e.g., posting to your wall), other Facebook users
may be able to supplement your profile.

Profile information you submit to Facebook will be available to users of
Facebook who belong to at least one of the networks you allow to access the
information through your privacy settings (e.g., school, geography, friends of
friends). Your name, network names, and profile picture thumbnail will be
available in search results across the Facebook network and those limited pieces
of information may be made available to third party search engines. This is
primarily so your friends can find you and send a friend request. People who see
your name in searches, however, will not be able to access your profile
information unless they have a relationship to you (friend, friend of friend,
member of your networks, etc.) that allows such access based on your privacy
settings.

Facebook may send you service-related announcements from time to time
through the general operation of the service. For instance, if a friend sends you a
new message or poke, or someone posts on your wall, you may receive an email
alerting you to that fact.

Generally, you may opt out of such emails from the Notifications page, though
Facebook reserves the right to send you notices about your account even if you
opt out of all voluntary email notifications.

Facebook may use information in your profile without identifying you as an
individual to third parties. We do this for purposes such as aggregating how
many people in a network like a band or movie and personalizing
advertisements and promotions so that we can provide you Facebook. We
believe this benefits you. You can know more about the world around you and,
where there are advertisements, they're more likely to be interesting to you. For
example, if you put a favorite movie in your profile, we might serve you an
advertisement highlighting a screening of a similar one in your town. But we
don't tell the movie company who you are.

We may use information about you that we collect from other sources, including
but not limited to newspapers and Internet sources such as blogs, instant

messaging services, Facebook Platform developers and other users of Facebook,
to supplement your profile. Where such information is used, we generally allow
you to specify in your privacy settings that you do not want this to be done or to




take other actions that limit the connection of this information to your profile
(e.g., removing photo tag links).

Sharing Your Information with Third Parties

Facebook is about sharing information with others — friends and people in your
networks — while providing you with privacy settings that restrict other users
from accessing your information. We allow you to choose the information you
provide to friends and networks through Facebook. Our network architecture
and your privacy settings allow you to make informed choices about who has
access to your information. We do not provide contact information to third party
marketers without your permission. We share your information with third
parties only in limited circumstances where we believe such sharing is 1)
reasonably necessary to offer the service, 2) legally required or, 3) permitted by
you. For example:

Your News Feed and Wall may aggregate the information you provide and make
it available to your friends and network members according to your privacy
settings. You may set your preferences for your News Feed and Wall on your
Privacy page.

Unlike most sites on the Web, Facebook limits access to site information by third
party search engine "crawlers" (e.g. Google, Yahoo, MSN, Ask). Facebook takes
action to block access by these engines to personal information beyond your
name, profile picture, and limited aggregated data about your profile (e.g.
number of wall postings).

We may provide information to service providers to help us bring you the
services we offer. Specifically, we may use third parties to facilitate our business,
such as to host the service at a co-location facility for servers, to send out email
updates about Facebook, to remove repetitive information from our user lists, to
process payments for products or services, to offer an online job application
process, or to provide search results or links (including sponsored links). In
connection with these offerings and business operations, our service providers
may have access to your personal information for use for a limited time in
connection with these business activities. Where we utilize third parties for the
processing of any personal information, we implement reasonable contractual
and technical protections limiting the use of that information to the Facebook-
specified purposes.

If you, your friends, or members of your network use any third-party
applications developed using the Facebook Platform ("Platform Applications”),
those Platform Applications may access and share certain information about you
with others in accordance with your privacy settings. You may opt-out of any




sharing of certain or all information through Platform Applications on the
Privacy Settings page. In addition, third party developers who have created and
operate Platform Applications ("Platform Developers"), may also have access to
your personal information (excluding your contact information) if you permit
Platform Applications to access your data. Before allowing any Platform
Developer to make any Platform Application available to you, Facebook requires
the Platform Developer to enter into an agreement which, among other things,
requires them to respect your privacy settings and strictly limits their collection,
use, and storage of your information. However, while we have undertaken
contractual and technical steps to restrict possible misuse of such information by
such Platform Developers, we of course cannot and do not guarantee that all
Platform Developers will abide by such agreements. Please note that Facebook
does not screen or approve Platform Developers and cannot control how such
Platform Developers use any personal information that they may obtain in
connection with Platform Applications. In addition, Platform Developers may
require you to sign up to their own terms of service, privacy policies or other
policies, which may give them additional rights or impose additional obligations
on you, so please make sure to review these terms and policies carefully before
using any Platform Application. You can report any suspected misuse of
information through the Facebook Platform and we will investigate any such
claim and take appropriate action against the Platform Developer up to and
including terminating their participation in the Facebook Platform and/or other
formal legal action.

We occasionally provide demonstration accounts that allow non-users a glimpse
into the Facebook world. Such accounts have only limited capabilities (e.g.,
messaging is disabled) and passwords are changed regularly to limit possible
misuse.

We may be required to disclose user information pursuant to lawful requests,
such as subpoenas or court orders, or in compliance with applicable laws. We do
not reveal information until we have a good faith belief that an information
request by law enforcement or private litigants meets applicable legal standards.
Additionally, we may share account or other information when we believe it is
necessary to comply with law, to protect our interests or property, to prevent
fraud or other illegal activity perpetrated through the Facebook service or using
the Facebook name, or to prevent imminent bodily harm. This may include
sharing information with other companies, lawyers, agents or government
agencies.

We let you choose to share information with marketers or electronic commerce
providers through on-site offers.




We may offer stores or provide services jointly with other companies on
Facebook. You can tell when another company is involved in any store or service
provided on Facebook, and we may share customer information with that
company in connection with your use of that store or service.

Facebook Beacon is a means of sharing actions you have taken on third party
sites, such as when you make a purchase or post a review, with your friends on
Facebook. In order to provide you as a Facebook user with clear disclosure of the
activity information being collected on third party sites and potentially shared
with your friends on Facebook, we collect certain information from that site and
present it to you after you have completed an action on that site. You have the
choice to have Facebook discard that information, or to share it with your
friends.

To learn more about the operation of the service, we encourage you to read the
tutorial here. To opt out of the service altogether, click here.

Like many other websites that interact with third party sites, we may receive
some information even if you are logged out from Facebook, or that pertains to
non-Facebook users, from those sites in conjunction with the technical operation
of the system. In cases where Facebook receives information on users that are not
logged in, or on non-Facebook users, we do not attempt to associate it with
individual Facebook accounts and will discard it.

If the ownership of all or substantially all of the Facebook business, or individual
business units owned by Facebook, Inc., were to change, your user information
may be transferred to the new owner so the service can continue operations. In
any such transfer of information, your user information would remain subject to
the promises made in any pre-existing Privacy Policy.

When you use Facebook, certain information you post or share with third parties
(e.g., a friend or someone in your network), such as personal information,
comments, messages, photos, videos, Marketplace listings or other information,
may be shared with other users in accordance with the privacy settings you
select. All such sharing of information is done at your own risk. Please keep in
mind that if you disclose personal information in your profile or when posting
comments, messages, photos, videos, Marketplace listings or other items , this
information may become publicly available.

Links
Facebook may contain links to other websites. We are of course not responsible
for the privacy practices of other web sites. We encourage our users to be aware

when they leave our site to read the privacy statements of each and every web
site that collects personally identifiable information. This Privacy Policy applies
solely to information collected by Facebook.




Third Party Advertising

Advertisements that appear on Facebook are sometimes delivered (or "served")
directly to users by third party advertisers. They automatically receive your IP
address when this happens. These third party advertisers may also download
cookies to your computer, or use other technologies such as JavaScript and "web
beacons” (also known as "1x1 gifs") to measure the effectiveness of their ads and
to personalize advertising content. Doing this allows the advertising network to
recognize your computer each time they send you an advertisement in order to
measure the effectiveness of their ads and to personalize advertising content. In
this way, they may compile information about where individuals using your
computer or browser saw their advertisements and determine which
advertisements are clicked. Facebook does not have access to or control of the
cookies that may be placed by the third party advertisers. Third party advertisers
have no access to your contact information stored on Facebook unless you
choose to share it with them.

This privacy policy covers the use of cookies by Facebook and does not cover the
use of cookies or other tracking technologies by any of its advertisers.

Changing or Removing Information

Access and control over most personal information on Facebook is readily
available through the profile editing tools. Facebook users may modify or delete
any of their profile information at any time by logging into their account.
Information will be updated immediately. Individuals who wish to deactivate
their Facebook account may do so on the My Account page. Removed
information may persist in backup copies for a reasonable period of time but will
not be generally available to members of Facebook.

Where you make use of the communication features of the service to share
information with other individuals on Facebook, however, (e.g., sending a
personal message to another Facebook user) you generally cannot remove such
communications.

Security
Facebook takes appropriate precautions to protect our users' information. Your
account information is located on a secured server behind a firewall. When you

enter sensitive information (such as credit card number or your password), we
encrypt that information using secure socket layer technology (SSL). (To learn
more about SSL, go to http://en.wikipedia.org/wiki/Secure_Sockets_Layer).




Because email and instant messaging are not recognized as secure
communications, we request that you not send private information to us by
email or instant messaging services. If you have any questions about the security
of Facebook Web Site, please contact us at privacy@facebook.com

Terms of Use, Notices and Revisions

Your use of Facebook, and any disputes arising from it, is subject to this Privacy
Policy as well as our Terms of Use and all of its dispute resolution provisions
including arbitration, limitation on damages and choice of law. We reserve the
right to change our Privacy Policy and our Terms of Use at any time. Non-
material changes and clarifications will take effect immediately, and material
changes will take effect within 30 days of their posting on this site. If we make
changes, we will post them and will indicate at the top of this page the policy's
new effective date. If we make material changes to this policy, we will notify you
here, by email, or through notice on our home page. We encourage you to refer
to this policy on an ongoing basis so that you understand our current privacy
policy. Unless stated otherwise, our current privacy policy applies to all
information that we have about you and your account.

Contacting the Web Site
If you have any questions about this privacy policy, please contact us at

privacy@facebook.com . You may also contact us by mail at 156 University
Avenue, Palo Alto, CA 94301.
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Facebooka€™s Privacy Policy.

Date of last revision: November 19, 2009.

We want to earn your trust by being transparent about how Facebook works. You should read this
policy in its entirety, but should pay particular attention to these three highlights:

e Facebook is designed to make it easy for you to share your information with anyone you
want. You decide how much information you feel comfortable sharing on Facebook and
you control how it is distributed through your privacy settings. You should review the
default privacy settings and change them if necessary to reflect your preferences. You
should also consider your settings whenever you share information.

e Facebook is not just a website. It is also a service for sharing your information on
Facebook-enhanced applications and websites. You can control how you share
information with those third-party applications and websites through your application
settings and you can learn more about how information is shared with them on our About
Platform page. You can also limit how your friends share your information with
applications through your privacy settings.

e Facebook is a free service supported primarily by advertising. We will not share your
information with advertisers without your consent. We allow advertisers to select
characteristics of users they want to show their advertisements to and we use the
information we have collected to serve those advertisements.

This policy contains cight sections, and you can jump to each by selecting the links below:

1. Introduction

2. Information We Receive

3. Information You Share With Third Parties

4. How We Use Your Information

5. How We Share Information

6. How You Can View, Change, or Remove Information
7. How We Protect Information

8. Other Terms

1. Introduction

Questions. If you have any questions or concerns about our privacy policy, contact our privacy team
through this help page. You may also contact us by mail at 1601 S. California Avenue, Palo Alto, CA
94304.

TRUSTe Program. Facebook is a certified licensee of the TRUSTe Privacy Seal Program. This means
that our privacy policy and practices have been reviewed by TRUSTe, an independent organization




focused on reviewing privacy and security policics and practices, for compliance with its strict program
requirements. This privacy policy covers the website www facebook.com. The TRUSTe program covers
only information that is collected through this Web site, and does not cover other information, such as
information that may be collected through software downloaded from Facebook.

If you have any complaints about our policy or practices please let us know through this help page . If
you are not satisfied with our response, you can contact TRUSTe.

¥

Safe Harbor. Facebook also adheres to the Safe Harbor framework developed by the U.S. Department
of Commerce and the European Union. As part of our participation in the Safe Harbor, we agree to
resolve all disputes you have with us in connection with our policies and practices through TRUSTe. To
view our certification, visit the U.S. Department of Commerce's Safe Harbor Web site.

Scope. This privacy policy covers all of Facebook. It does not, however, apply to entities that Facebook
does not own or control, such as Facebook-enhanced applications and websites. By using or accessing
Facebook, you agree to our privacy practices outlined here.

No information from children under age 13. If you are under age 13, please do not attempt to register
for Facebook or provide any personal information about yourself to us. If we learn that we have
collected personal information from a child under age 13, we will delete that information as quickly as
possible. If you believe that we might have any information from a child under age 13, please contact us
through this help page.

Parental participation. We strongly recommend that minors 13 years of age or older ask their parents
for permission before sending any information about themselves to anyone over the Internet and we
encourage parents to teach their children about safe internet use practices. Materials to help parents talk
to their children about safe internet use can be found on this help page.

2. Information We Receive

Information you provide to us:

Personal information. When you sign up for Facebook you provide us with your name, email, gender,
and birth date. During the registration process we give you the opportunity to provide additional profile
information, such as where you went to school and where you work, and to add a picture of yourself, to
help your friends connect with you. In some cases we may ask for additional information for security
reasons or to provide specific services to you. Once you register you can visit your profile at any time to
add or remove personal information about yourself. You can add basic information about yourself, such




as information about your hometown, family, relationships, and your political and religious views. You
can also add other information about yourself including your activities, interests, contact information, as
well as more information about your education and job history.

Content. One of the primary reasons people use Facebook is to share content with others. Examples
include when you update your status, upload or take a photo, upload or record a video, share a link,
create an event or a group, make a comment, write something on someonca€™ s Wall, write a note, or
send someone a message. If you do not want us to store metadata associated with content you share on
Facebook (such as photos), please remove the metadata before uploading the content.

Transactional Information. We may retain the details of transactions or payments you make on
Facebook. However, we will only keep your payment source account number with your consent.

Friend Information. We offer contact importer tools to help you upload your friendsa€™ addresses so
that you can find your friends on Facebook, and invite your contacts who do not have Facebook
accounts to join. If you do not want us to store this information, visit this help page. If you give us your
password to retrieve those contacts, we will not store your password after you have uploaded your
contactsa€™ information.

Location Information. When you share your location with others or add a location to something you
post, we treat that like any other content you post (for example, it is subject to your privacy settings). If
we offer a service that supports this type of location sharing we will present you with an opt-in choice
of whether you want to participate.

Information we collect when you interact with Facebook:

Site activity information. We keep track of the actions you take on Facebook, such as adding a friend,
becoming a fan of a Facebook Page, joining a group or an event, creating a photo album, sending a gift,
poking another user, indicating you a€celikea€ a post, attending an event, or authorizing an application.
In some cases you are also taking an action when you provide information or content to us. For
example, if you share a video, in addition to storing the actual content you uploaded, we might log the
fact you shared it.

Access Device and Browser Information. When you access Facebook from a computer, mobile phone,
or other device, we may collect information from that device about your browser type, location, and IP
address, as well as the pages you visit.

Cookie Information. We use "cookies" (small pieces of data we store for an extended period of time on
your computer, mobile phone, or other device) to make Facebook easier to use, to make our advertising
better, and to protect both you and Facebook. For example, we use them to store your login ID (but
never your password) to make it easier for you to login whenever you come back to Facebook. We also
use them to confirm that you are logged into Facebook, and to know when you are interacting with
Facebook Platform applications and websites, our widgets and Share buttons, and our advertisements.
You can remove or block cookies using the settings in your browser, but in some cases that may impact
your ability to use Facebook.

Information we receive from third parties:

Facebook Platform and Facebook Connect. We do not own or operate the applications that you use




through Facebook Platform (such as games and utilitics) or the websites that you interact with through
Facebook Connect. We refer to them as a€eeFacebook-enhanceda€ applications and websites because
they use our Platform to provide you with social features. Whenever you authorize a Facebook-
enhanced application or website, we will receive information from them, including information about
actions you take. In some cases, in order to personalize the process of connecting, we may receive a
limited amount of information even before you authorize the application or website.

Information from other websites. We may institute programs with advertising partners and other
websites in which they share information with us:

- We may ask advertisers to tell us how our users responded to the ads we showed them (and for
comparison purposes, how other users who didna€™ t see the ads acted on their site). This data sharing,
commonly known as &€ceconversion tracking,4€ helps us measure our advertising effectiveness and
improve the quality of the advertisements you see.

- We may receive information about whether or not youd€™ ve seen or interacted with certain ads on
other sites in order to measure the effectiveness of those ads.

If in any of these cases we receive data that we do not already have, we will #€eanonymizea€ it within
180 days, meaning we will stop associating the information with any particular user. If we institute these
programs, we will only use the information in the ways we explain in the 4€eHow We Use Your
Informationa€ section below.

Information from other users. We may collect information about you from other Facebook users, such
as when a friend tags you in a photo or video, provides friend details, or indicates a relationship with
you. You can limit who can see that you have been tagged in a photo or video 4€" which we refer to as
photos or videos &€ceof mea€ 4€" in your privacy settings.

3. Information You Share With Third Parties

We take steps to ensure that others use information that you share on Facebook in a manner consistent
with your privacy settings, but we cannot guarantee that they will follow our rules. Read the following
section to learn more about how you can protect yourself when you share information with third parties.

Sharing information on Facebook. We designed our privacy settings to enable you to control how you
share your information on Facebook. You should review the default privacy settings to make sure they
reflect your preferences. Here are some specific things to remember:

- You can control the visibility of most of the information you share on Facebook through the privacy
settings you select.

- Certain categories of information such as your name, profile photo, list of friends and pages you are a
fan of, gender, and networks you belong to are considered publicly available, and therefore do not have
privacy settings. (We will soon stop using regional networks, but your geographic region will still be

considered publicly available). You can limit the ability of others to find this information on third party

search engines through your search privacy settings.

- Some of the content you share and the actions you take will show up on your friendsa€™ home pages
and other pages they visit.




- Even after you remove information from your profile or delete your account, copies of that information
may remain viewable elsewhere to the extent it has been shared with others, it was otherwise distributed
pursuant to your privacy settings, or it was copied or stored by other users.

- You understand that information might be re-shared or copied by other users.
- Certain types of communications that you send to other users cannot be removed, such as messages.

- When you post information on another usera€™ s profile or comment on another usera€™ s post, that
information will be subject to the other usera€™ s privacy settings.

- If you use an external source to publish information to Facebook (such as a mobile application or a
Connect site), you should check the privacy setting for that post, as it is set by that external source.

a€eEveryonea€ Privacy Setting. Information set to &€ everyonea€ is publicly available
information, may be accessed by everyone on the Internet (including people not logged into Facebook),
is subject to indexing by third party search engines, may be associated with you outside of Facebook
(such as when you visit other sites on the internet), and may be imported and exported by us and others
without privacy limitations. The default privacy setting for certain types of information you post on
Facebook is set to &€weveryone.4€ You can review and change the default settings in your privacy
settings. If you delete &€ eeveryonea€ content that you posted on Facebook, we will remove it from
your Facebook profile, but have no control over its use outside of Facebook.

Facebook Platform. As mentioned above, we do not own or operate Facebook-enhanced applications
or websites. That means that when you visit Facebook-enhanced applications and websites you are
making your Facebook information available to someone other than Facebook. To help those
applications and sites operate, they receive publicly available information automatically when you visit
them, and additional information when you formally authorize or connect your Facebook account with
them. You can learn more details about which information the operators of those applications and
websites can access on our About Platform page. Prior to allowing them to access any information about
you, we require them to agree to terms that limit their use of your information (which you can read
about in Section 9 of our Statement of Rights and Responsibilities) and we use technical measures to
ensure that they only obtain authorized information. We also give you tools to control how your
information is shared with them:

- You can choose to opt-out of Facebook Platform and Facebook Connect altogether through your
privacy settings

- You can block specific applications from accessing your information by visiting your application
settings or the applicationa€™ s a€@Abouta€ page

- You can use your privacy settings to limit which of your information is available to d&€weveryonea€
(by default, every application and website, including those you have not connected with, can access &
€weveryoncd€ and other publicly available content)

- You can use your application settings to limit which of your information your friends can make
available to applications and websites




- We may make information about the location of your computer or access device and your age
available to Facebook 4€“enhanced applications and websites in order to help them implement
appropriate security measures and control the distribution of age-appropriate content.

You should always review the policies of third party applications and websites to make sure you are
comfortable with the ways in which they use information you share with them. We do not guarantee that
they will follow our rules. If you find an application or website that violates our rules, you should report
the violation to us on this help page and we will take action as necessary.

Exporting Information. You (and those you make your information available to) may use tools like
RSS feeds, mobile phone address books, or copy and paste functions, to capture and export information
from Facebook, including your information and information about you.

Advertisements. Sometimes the advertisers who present ads on Facebook use technological methods to
measure the effectiveness of their ads and to personalize advertising content. You may opt-out of the
placement of cookies by many of these advertisers here. You may also use your browser cookie settings
to limit or prevent the placement of cookies by advertising networks.

Links. When you click on links on Facebook you may leave our site. We are not responsible for the
privacy practices of other sites, and we encourage you to read their privacy statements.

4. How We Use Your Information

We use the information we collect to try to provide a safe, efficient, and customized experience. Here
are some of the details on how we do that:

To manage the service. We use the information we collect to provide our services and features to you,
to measure and improve those services and features, and to provide you with customer support. We use
the information to prevent potentially illegal activities, and to enforce our Statement of Rights and
Responsibilities. For example, we ask for your date of birth to verify that you are over age 13 and so
that we can better limit your access to content and advertisements that are not age appropriate. We also
use a variety of technological systems to detect and address anomalous activity and screen content to
prevent abuse such as spam. These efforts may on occasion result in a temporary or permanent
suspension or termination of some functions for some users.

To contact you. We may contact you with service-related announcements from time to time. You may
opt out of all communications except essential updates on your account notifications page. We may
include content you see on Facebook in the emails we send to you.

To serve personalized advertising to you. We dona€™ t share your information with advertisers
without your consent. (An example of consent would be if you asked us to provide your shipping
address to an advertiser to receive a free sample.) We allow advertisers to choose the characteristics of
users who will see their advertisements and we may use any of the non-personally identifiable attributes
we have collected (including information you may have decided not to show to other users, such as your
birth year or other sensitive personal information or preferences) to select the appropriate audience for
those advertisements. For example, we might use your interest in soccer to show you ads for soccer
equipment, but we do not tell the soccer equipment company who you are. You can see the criteria
advertisers may select by visiting our advertising page. Even though we do not share your information
with advertisers without your consent, when you click on or otherwise interact with an advertisement




there is a possibility that the advertiser may place a cookic in your browser and note that it meets the
criteria they selected.

To serve social ads. We occasionally pair advertisements we serve with relevant information we have
about you and your friends to make advertisements more interesting-and more tailored to you and your
friends. For example, if you become a fan of a Page, we may display your name and profile photo next
to an advertisement for that Page that is displayed to your friends. We only share the personally
identifiable information visible in the social ad with the friend who can see the ad. You can opt out of
having your information used in social ads on this help page.

To supplement your profile. We may use information about you that we collect from other Facebook
users to supplement your profile (such as when you are tagged in a photo or mentioned in a status
update). In such cases we generally allow you to direct how that information is shared in your privacy
settings or give you the ability to remove the content (such as allowing you to remove a photo tag of
you) or limit its visibility on Facebook.

To make Suggestions. We use your profile information, the addresses you import through our contact
importers, and other relevant information, to help you connect with your friends, including making
suggestions to you and other users that you connect with on Facebook. If you want to limit your
visibility in suggestions we make to other people, you can adjust your search visibility privacy setting, as
you will only be visible in our suggestions to the extent you choose to be visible in public search
listings. You may also block specific individual users from being suggested to you and you from being
suggested to them.

Downloadable Software. Certain downloadable software applications and applets that we offer, such as
our browser toolbars and photo uploaders, transmit data to us. We may not make a formal disclosure if
we believe our collection of and use of the information is the obvious purpose of the application, such
as the fact that we receive photos when you use our photo uploader. If we believe it is not obvious that
we are collecting or using such information, we will make a disclosure to you the first time you provide
the information to us so that you can decide whether you want to use that feature.

Memorializing Accounts. If we are notified that a user is deceased, we may memorialize the usera€™ s
account. In such cases we restrict profile access to confirmed friends, and allow friends and family to
write on the usera€™ s Wall in remembrance. We may close an account if we receive a formal request
from the userd€™ s next of kin or other proper legal request to do so.

5. How We Share Information

Facebook is about sharing information with others 4€” friends and people in your networks 4€” while
providing you with privacy settings that you can use to restrict other users from accessing your
information. We share your information with third parties when we believe the sharing is permitted by
you, reasonably necessary to offer our services, or when legally required to do so. For example:

When you make a payment. When you enter into transactions with others or make payments on
Facebook, we will only share transaction information with those third parties necessary to complete the
transaction and will require those third parties to agree to respect the privacy of your information.

When you invite a friend to join. When you ask us to invite a friend to join Facebook, we will send
your friend a message on your behalf using your name. We may also send up to two reminders to them




in your name. If your friend does not want us to keep their information, we will remove it at their
request on this help page.

When you choose to share your information with marketers. You may choose to share information
with marketers or electronic commerce providers that are not associated with Facebook through on-site
offers. This is entirely at your discretion and we will not provide your information to these marketers
without your consent.

To help your friends find you. By default, we make certain information you have posted to your profile
available in search results on Facebook to help your friends find you. However, you can control who has
access to this information, as well as who can find you in searches, through your privacy settings. We
also partner with email and instant messaging providers to help their users identify which of their
contacts are Facebook users, so that we can promote Facebook to those users.

To give search engines access to publicly available information. We generally limit search enginesé
€™ access to our site. We may allow them to access information set to the a€eeveryonea€ setting and
your public search listing (but you can turn off your public search listing in your privacy settings).

To help improve or promote our service. Sometimes we share aggregated information with third
parties to help improve or promote our service. But we only do so in such a way that no individual user
can be identified or linked to any specific action or information.

To provide you with services. We may provide information to service providers that help us bring you
the services we offer. For example, we may use third parties to help host our website, send out email
updates about Facebook, remove repetitive information from our user lists, process payments, or provide
search results or links (including sponsored links). These service providers may have access to your
personal information for use for a limited time, but when this occurs we implement reasonable
contractual and technical protections to limit their use of that information to helping us provide the
service.

To advertise our services. We may ask advertisers outside of Facebook to display ads promoting our
services. We may ask them to deliver those ads based on the presence of a cookie, but in doing so will
not share any other information with the advertiser.

To offer joint services. We may provide services jointly with other companies, such as the classifieds
service in the Facebook Marketplace. If you use these services, we may share your information to
facilitate that service. However, we will identify the partner and present the joint service providera€™ s
privacy policy to you before you use that service.

To respond to legal requests and prevent harm. We may disclose information pursuant to subpoenas,
court orders, or other requests (including criminal and civil matters) if we have a good faith belief that
the response is required by law. This may include respecting requests from jurisdictions outside of the
United States where we have a good faith belief that the response is required by law under the local
laws in that jurisdiction, apply to users from that jurisdiction, and are consistent with generally accepted
international standards. We may also share information when we have a good faith belief it is necessary
to prevent fraud or other illegal activity, to prevent imminent bodily harm, or to protect ourselves and

you from people violating our Statement of Rights and Responsibilities. This may include sharing

information with other companies, lawyers, courts or other government entities.




Facebook Beacon. [We have announced a settlement of a lawsuit related to the Beacon product: the
Beacon product will be discontinued and this language removed from the privacy policy upon approval
of a settlement by the court.] Facebook Beacon is a means of sharing actions you have taken on third
party sites, such as when you make a purchase or post a review, with your friends on Facebook. In order
to provide you as a Facebook user with clear disclosure of the activity information being collected on
third party sites and potentially shared with your friends on Facebook, we collect certain information
from that site and present it to you after you have completed an action on that site. You have the choice
to have us discard that information, or to share it with your friends. To learn more about the operation of
the service, we encourage you to read the tutorial here. To opt out of the service altogether, click here.
Like many other websites that interact with third party sites, we may receive some information even if
you are logged out from Facebook, or that pertains to non-Facebook users, from those sites in

- conjunction with the technical operation of the system. In cases where we receive information from
Beacon sites on users that are not logged in, or on non-Facebook users, we do not attempt to associate it
with individual Facebook accounts and will discard it.

Transfer in the Event of Sale or Change of Control. If the ownership of all or substantially all of our
business changes, we may transfer your information to the new owner so that the service can continue to
operate. In such a case, your information would remain subject to the promises made in any pre-existing
Privacy Policy.

6. How You Can View, Change, or Remove Information

Viewing and editing your profile. You may change or delete your profile information at any time by
going to your profile page and clicking 4€w@Edit My Profile.4€ Information will be updated
immediately. While you cannot delete your date of birth, you can use the setting on the info tab of your
profile information page to hide all or part of it from other users.

Delete uploaded contacts. If you use our contact importer to upload addresses, you can later delete the
list on this help page.

Deactivating or deleting your account. If you want to stop using your account you may deactivate it or
delete it. When you deactivate an account, no user will be able to see it, but it will not be deleted. We
save your profile information (friends, photos, interests, etc.) in case you later decide to reactivate your
account. Many users deactivate their accounts for temporary reasons and in doing so are asking us to
maintain their information until they return to Facebook. You will still have the ability to reactivate your
account and restore your profile in its entirety. When you delete an account, it is permanently deleted.
You should only delete your account if you are certain you never want to reactivate it. You may
deactivate your account on your account settings page or delete your account on this help page.

Limitations on removal. Even after you remove information from your profile or delete your account,
copies of that information may remain viewable elsewhere to the extent it has been shared with others, it
was otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users.
However, your name will no longer be associated with that information on Facebook. (For example, if
you post something to another userd€™ s profile, and then you delete your account, that post may
remain, but be attributed to an &€aAnonymous Facebook User.4€) Additionally, we may retain certain
information to prevent identity theft and other misconduct even if deletion has been requested.

Backup copies. Removed and deleted information may persist in backup copies for up to 90 days, but
will not be available to others.




Non-user contact information. If a user provides your email address to us, and you are not a Facebook
user but you want us to delete your address, you can do so on this help page. However, that request will
only apply to addresses we have at the time of the request and not to any addresses that users provide to
us later.

7. How We Protect Information

We do our best to keep your information secure, but we need your help. For more detailed information
about staying safe on Facebook, visit the Facebook Security Page.

Steps we take to keep your information secure. We keep your account information on a secured
server behind a firewall. When you enter sensitive information (such as credit card numbers and
passwords), we encrypt that information using secure socket layer technology (SSL). We also use
automated and social measures to enhance security, such as analyzing account behavior for fraudulent or
otherwise anomalous behavior, may limit use of site features in response to possible signs of abuse, may
remove inappropriate content or links to illegal content, and may suspend or disable accoums for
violations of our Statement of Rights and Responsibilities.

Risks inherent in sharing information. Although we allow you to set privacy options that limit access
to your information, please be aware that no security measures are perfect or impenetrable. We cannot
control the actions of other users with whom you share your information. We cannot guarantee that only
authorized persons will view your information. We cannot ensure that information you share on
Facebook will not become publicly available. We are not responsible for third party circumvention of
any privacy settings or security measures on Facebook. You can reduce these risks by using common
sense security practices such as choosing a strong password, using different passwords for different
services, and using up to date antivirus software.

Report Violations. You should report any security violations to us on this help page.

8. Other Terms

Changes. We may change this Privacy Policy pursuant to the procedures outlined in the Facebook
Statement of Rights and Responsibilities. Unless stated otherwise, our current privacy policy applies to
all information that we have about you and your account. If we make changes to this Privacy Policy we
will notify you by publication here and on the Facebook Site Governance Page. You can make sure that
you receive notice directly by becoming a fan of the Facebook Site Governance Page.

Consent to Collection and Processing in the United States. By using Facebook, you consent to having
your personal data transferred to and processed in the United States.

Defined Terms. "Us," "we," "our," "Platform" and "Facebook" mean the same as they do in the
Statement of Rights and Rcsponslbllmes . A€ eInformationa€ and &€ cecontenta€ are used more
generally and interchangeably here than in the Statement of Rights and Responsibilities unless otherwise
limited by the context.

Helpful links

Statement of Rights and Responsibilities




Facebook Site Governance Page

application settings

privacy settings

account notifications page

help page for complaints about our privacy policies or practices
help page to report use by a child under age 13

help page with info to help parents talk to children about safe internet use
deleting an account

reporting a deceased user

reporting an_impostor

reporting abusive content

reporting a compromised account

requesting deletion of data for non-user
removing Friend Finder contacts
reporting di’ld blg&kmgr thud-pdrtg dpglu.atlon
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Statement of Rights and Responsibilities

This Statement of Rights and Responsibilities (“Statement”) derives from the Facebook Principles, and governs our
relationship with users and others who interact with Facebook. By using or accessing Facebook, you agree to this
Statement.

1. Privacy

Your privacy is very important to us. We designed our Privacy Policy to make important disclosures to you about how
we collect and use the information you post on Facebook. We encourage you to read the Privacy Policy, and to use
the information it contains to help make informed decisions.

2. sharing Your Content and Information

You own all of the content and information you post on Facebook, and you can control how we share your content
through your privacy and application settings. In order for us to use certain types of content and provide you with
Facebook, you agree to the following:

2.1 For content that is covered by intellectual property rights, like photos and videos (“IP content”), you specifically
give us the following permission, subject to your privacy and application settings: you grant us a non-exclusive,
transferable, sub-licensable, royalty-free, worldwide license to use any IP content that you post on or in
connection with Facebook (“IP License”). This IP License ends when you delete your IP content or your account
(except to the extent your content has been shared with others, and they have not deleted it).

2.2 When you delete IP content, it is deleted in a manner similar to emptying the recycle bin on a computer.
However, you understand that removed content may persist in backup copies for a reasonable period of time
(but will not be available to others).

2.3 We always appreciate your feedback or other suggestions about Facebook, but you understand that we may use
them without any obligation to compensate you for them (just as you have no obligation to offer them).

3. Safety

We do our best to keep Facebook safe, but we cannot guarantee it. We need your help in order to do that, which
includes the following commitments:

3.1 You will not send or otherwise post unauthorized commercial communications to users (such as spam).

3.2 You will not collect users’ information, or otherwise access Facebook, using automated means (such as
harvesting bots, robots, spiders, or scrapers) without our permission.

3.3 You will not upload viruses or other malicious code.

3.4 You will not solicit login information or access an account belonging to someone else.

3.5 You will not bully, intimidate, or harass any user.

3.6 You will not post content that is hateful, threatening, pornographic, or that contains nudity or graphic or
gratuitous violence.

3.7 You will not develop or operate a third party application containing, or advertise or otherwise market alcohol-
related or other mature content without appropriate age-based restrictions.

3.8 You will not use Facebook to do anything unlawful, misleading, malicious, or discriminatory.

3.9 You will not facilitate or encourage any violations of this Statement.

4. Registration and Account Security

Facebook users provide their real names and information, and we need your help to keep it that way. Here are some
commitments you make to us relating to registering and maintaining the security of your account:

4.1 You will not provide any false personal information on Facebook, or create an account for anyone other than
yourself without permission.

4.2 You will not use Facebook if you are under 13.

4.3 You will not use Facebook if you are located in a country embargoed by the U.S., or are on the U.S. Treasury
Department’s list of Specially Designated Nationals.

4.4 You will not use Facebook if you are a convicted sex offender.




4.5 You will keep your contact information accurate and up-to-date.

4.6 You will not share your password, let anyone else access your account, or do anything else that might jeopardize
the security of your account.

4.7 You will not transfer your account to anyone without first getting our written permission.

5. Protecting Other People’s Rights
We respect other people’s rights, and expect you to do the same.

5.1 You will not post content or take any action on Facebook that infringes someone else’s rights or otherwise
violates the law.

5.2 We can remove any content you post on Facebook if we believe that it violates this Statement.

5.3 We will provide you with tools to help you protect your intellectual property rights. To learn more, visit our How
to Report Claims of Intellectual Property Infringement page.

5.4 |f we removed your content for infringing someone else’s copyright, and you believe we removed it by mistake,
we will provide you with an opportunity to appeal.

5.5 If you repeatedly infringe other people’s intellectual property rights, we will disable your account when
appropriate.

5.6 You will not use our copyrights or trademarks (including Facebook, the Facebook and F Logos, FB, Face, Poke,
Wall and 32665) without our written permission.

5.7 If you collect information from users, you will: obtain their consent, make it clear you (and not Facebook) are the
one collecting their information, and post a privacy policy explaining what information you collect and how you
will use it.

5.8 You will not post anyone’s identification documents or sensitive financial information on Facebook.

6. Mobile

6.1 We currently provide our mobile services for free, but please be aware that your carrier's normal rates and fees,
such as text messaging fees, will still apply.

6.2 Inthe event you change or deactivate your mobile telephone number, you will update your account information
on Facebook within 48 hours to ensure that your messages are not sent to the person who acquires your old
number.

7. Payments

If you purchase or use Facebook Credits, or make direct payments, you agree to our Payments Terms.

8. Special Provisions Applicable to Share Links

If you include our Share Link button on your website, the following additional terms apply to you:

8.1 We give you permission to use Facebook's Share Link button so that users can post links or content from your
website on Facebook.

8.2 You give us permission to use such links and content on Facebook.

8.3 You will not place a Share Link button on any page containing content that would violate this Statement if posted
on Facebook.

9. Special Provisions Applicable to Developers/Operators of Applications and Websites

If you are a developer or operator of a Platform application or a website using Connect (“application”) or otherwise
use Platform, the following additional terms apply to you:

9.1 You are responsible for your application and its content and all uses you make of Platform. This includes
ensuring your application or use of Platform meets our Platform Guidelines.
9.2 When users add your application or connect it to their Facebook account, they give permission for you to receive
certain data relating to them. Your access to and use of that data will be limited as follows:
9.2.1 You will only use the data you receive for your application, and will only use it in connection with
Facebook.




9.2.2 You will make it clear to users what user data you are going to use and how you will use, display, or share

that data.

9.2.3 You will not use, display, or share a user’s data in a manner inconsistent with the user’s privacy settings

without the user’s consent.

9.2.4 You will delete all data you received from us relating to any user who removes or disconnects from your

application unless otherwise permitted in our Platform Guidelines.

9.2.5 You will delete all data you received from Facebook if we disable your application or ask you to do so.

9.2.6 We can require you to update any data you have received from us.

9.2.7 We can limit your access to data.

9.2.8 You will not transfer the data you receive from us without our prior consent.

9.3 You will not give us data that you independently collect from a user or a user’s content without that user’s
consent.

9.4 You will make it easy for users to remove or disconnect from your application.

9.5 You will make it easy for users to contact you. We can also share your email address with users.

9.6 You will provide customer support for your application.

9.7 You will not show ads or web search boxes on Facebook profiles.

9.8 We give you all rights necessary to use the code, APIs (along with all content and data received), or tools we
provide to you, but only in connection with your application.

9.9 You will not sell, transfer, or sublicense our code, APIs, or tools to anyone.

9.10 You will not misrepresent your relationship with Facebook to others.

9.11 You may use the logos we make available to developers or issue a press release or other public statement so
long as you follow our Platform Guidelines.

9.12 We can issue a press release describing our relationship with you.

9.13 You will comply with all applicable laws. In particular you will (if applicable):

9.13.1 have a policy for removing infringing content and terminating repeat infringers that complies with the
Digital Millennium Copyright Act.

9.13.2 comply with the Video Privacy Protection Act (“VPPA"), and will obtain explicit, opt-in consent from users
prior to sharing with Facebook user data subject to the VPPA. You acknowledge Facebook has no
obligations under the VPPA.

9.14 We do not guarantee that Platform will always be free.
9.15 You give us all rights necessary to enable your application to work with Facebook, including the right to:

9.15.1 incorporate your content into streams, profiles, and user action stories;

9.15.2 link to or frame your application; and

9.15.3 place content, including ads, around your application.

9.16 We can analyze your application, content, and data for any purpose, including commercial (such as for targeting
the delivery of advertisements and indexing content for search).

9.17 To ensure your application is safe for users, we can audit it.

9.18 We can create applications that offer similar features and services to, or otherwise compete with, your
application.

10. About Advertisements on Facebook

Our goal is to deliver ads that are not only valuable to advertisers, but also valuable to you. In order to do that, you
agree to the following:

10.1 You can use your privacy settings to limit how your name and profile picture may be associated with commercial
or sponsored content. You give us permission to use your name and profile picture in connection with that
content, subject to the limits you place.

10.2 We do not give your content to advertisers.

10.3 You understand that we may not always identify paid services and communications as such.

11. Special Provisions Applicable to Advertisers

You can target your specific audience by buying ads on Facebook or our publisher network. The following additional
terms apply to you if you place an order through our online advertising portal (“Order”):

11.1  When you place an Order, you will tell us the type of advertising you want to buy, the amount you want to
spend, and your bid. If we accept your Order, we will deliver your ads as inventory becomes available.




11.2  You will pay for your Orders in accordance with our Payments Terms. The amount you owe will be calculated
based on our tracking mechanisms.

11.3  Your ads will comply with our Ad Guidelines.

11.4 We will determine the size, placement, and positioning of your ads.

11.5 We do not guarantee the activity that your ads will receive, such as the number of clicks you will get.

11.6 We cannot control how people interact with your ads, and are not responsible for click fraud or other
improper actions that affect the cost of running ads.

11.7 You will not offer any contest or sweepstakes (“promotion”) without our prior written consent. If we consent,
you take full responsibility for the promotion, and will follow our Promotions Guidelines and all applicable
laws.

11.8 You can cancel your Order at any time through our online portal, but it may take us seven days before the ad
stops running.

119 Ourlicense to run your ad will end when we have completed your Order. You understand, however, that if
users have interacted with your ads, your ads may remain until the users delete it.

11.10 We can use your ads and related information for marketing or promotional purposes.

11.11 You will not issue any press release or make public statements about your relationship with Facebook without
written permission.

11.12 We may reject or remove any ad for any reason.

If you are placing ads on someone else’s behalf, we need to make sure you have permission to place those ads,
including the following:

11.13 You warrant that you have the legal authority to bind the advertiser to this Statement.
11.14 You agree that if the advertiser you represent violates this Statement, we may hold you responsible for that
violation.

12. Amendments

12.1 We can change this Statement so long as we provide you notice through Facebook (unless you opt-out of such
notice) and an opportunity to comment.

12.2 For changes to sections 7, 8, 9, and 11 (sections relating to payments, application developers, website operators,
and advertisers), we will give you a minimum of three days notice. For all other changes we will give you a
minimum of seven days notice.

12.3 If more than 7,000 users comment on the proposed change, we will also give you the opportunity to participate
in a vote in which you will be provided alternatives. The vote shall be binding on us if more than 30% of all active
registered users as of the date of the notice vote.

12.4 We can make changes for legal or administrative reasons upon notice without opportunity to comment.

13. Termination

If you violate the letter or spirit of this Statement, or otherwise create possible legal exposure for us, we can stop
providing all or part of Facebook to you. We will generally try to notify you, but have no obligation to do so. You may
also delete your account or disable your application at any time. In all such cases, this Statement shall terminate, but
the following provisions will still apply: 2.2, 2.3, 3-5, 8.2, 9.1-9.3, 9.9, 9.10, 9.13, 9.15.1, 9.18, 10.3, 11.2, 11.5, 11.5,
11.9, 11.10,11.13, 11.14, and 13-16. i

14. Disputes

14.1 You will resolve any claim, cause of action or dispute (“claim”) you have with us arising out of or relating to this
Statement or Facebook in a state or federal court located in Santa Clara County. The laws of the State of
California will govern this Statement, as well as any claim that might arise between you and us, without regard to
conflict of law provisions. You agree to submit to the personal jurisdiction of the courts located in Santa Clara
County, California for the purpose of litigating all such claims.

14.2 If anyone brings a claim against us related to your actions or your content on Facebook, you will indemnify and
hold us harmless from and against all damages, losses, and expenses of any kind (including reasonable legal fees
and costs) related to such claim.

14.3 WE TRY TO KEEP FACEBOOK UP, BUG-FREE, AND SAFE, BUT YOU USE IT AT YOUR OWN RISK. WE ARE PROVIDING
FACEBOQK "AS IS" WITHOUT ANY EXPRESS OR IMPLIED WARRANTIES INCLUDING, BUT NOT LIMITED TO, IMPLIED




WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND NON-INFRINGEMENT. WE DO
NOT GUARANTEE THAT FACEBOOK WILL BE SAFE OR SECURE. FACEBOOK IS NOT RESPONSIBLE FOR THE
ACTIONS OR CONTENT OF THIRD PARTIES, AND YOU RELEASE US, OUR DIRECTORS, OFFICERS, EMPLOYEES, AND
AGENTS FROM ANY CLAIMS AND DAMAGES, KNOWN AND UNKNOWN, ARISING OUT OF OR IN ANY WAY
CONNECTED WITH ANY CLAIM YOU HAVE AGAINST ANY SUCH THIRD PARTIES. IF YOU ARE A CALIFORNIA
RESIDENT, YOU WAIVE CALIFORNIA CIVIL CODE §1542, WHICH SAYS: "A GENERAL RELEASE DOES NOT EXTEND
TO CLAIMS WHICH THE CREDITOR DOES NOT KNOW OR SUSPECT TO EXIST IN HIS FAVOR AT THE TIME OF
EXECUTING THE RELEASE, WHICH IF KNOWN BY HIM MUST HAVE MATERIALLY AFFECTED HIS SETTLEMENT WITH
THE DEBTOR." WE WILL NOT BE LIABLE TO YOU FOR ANY LOST PROFITS OR OTHER CONSEQUENTIAL, SPECIAL,
INDIRECT, OR INCIDENTAL DAMAGES ARISING OUT OF OR IN CONNECTION WITH THIS STATEMENT OR
FACEBOOK, EVEN IF WE HAVE BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. OUR AGGREGATE
LIABILITY ARISING OUT OF THIS STATEMENT OR FACEBOOK WILL NOT EXCEED THE GREATER OF ONE HUNDRED
DOLLARS ($100) OR THE AMOUNT YOU HAVE PAID US IN THE PAST TWELVE MONTHS. APPLICABLE LAW MAY
NOT ALLOW THE LIMITATION OR EXCLUSION OF LIABILITY OR INCIDENTAL OR CONSEQUENTIAL DAMAGES, SO
THE ABOVE LIMITATION OR EXCLUSION MAY NOT APPLY TO YOU. IN SUCH CASES, FACEBOOK'S LIABILITY WILL
BE LIMITED TO THE FULLEST EXTENT PERMITTED BY APPLICABLE LAW.

15. Definitions

15.1 By “Facebook” we mean the features and services we make available, including through (a) our website at
www.facebook.com and any other Facebook branded or co-branded websites (including sub-domains,
international versions, and mobile versions); (b) our Platform; and (c) other media, devices or networks now
existing or later developed.

15.2 By “us,” “we” and “our” we mean Facebook, Inc. and/or its affiliates.

15.3 By “Platform” we mean a set of APIs and services that enable applications, developers, operators or services to
retrieve data from Facebook and provide data to us relating to Facebook users.

15.4 By “content” we mean the content and information you post on Facebook, including information about you and
the actions you take.

15.5 By “post” we mean post on Facebook or otherwise make available to us.

15.6 By “use” we mean use, copy, publicly perform or display, distribute, modify, translate, and create derivative
works of.

16, Other

16.1 This Statement makes up the entire agreement between the parties regarding Facebook, and supersedes any
prior agreements.

16.2 If any portion of this Statement is found to be unenforceable, the remaining portion will remain in full force and
effect.

16.3 If we fail to enforce any of this Statement, it will not be considered a waiver.

16.4 Any amendment to or waiver of this Statement must be made in writing and signed by us.

16.5 You will not transfer any of your rights or obligations under this Statement to anyone else without our consent.

16.6 All of our rights and obligations under this Statement are freely assignable by us in connection with a merger,
acquisition, or sale of assets, or by operation of law or otherwise.

16.7 Nothing in this Agreement shall prevent us from complying with the law.

16.8 We may enter into separate agreements that vary from and supersede certain provisions of this Statement so
long as such agreements are consistent with your intellectual property rights under this Statement and no less
protective of your privacy than this Statement and the Privacy Policy.

16.9 This Statement does not confer any third party beneficiary rights.
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Responding to Your Feedback
by Barry Schnitt on Monday, April 5, 2010 at 9:42pm

On Saturday, we concluded the notice and comment process for our latest set of proposed changes
to Facebook’s governing documents. This was the fifth time we've previewed new policies and asked
for feedback since we adopted this framework early last year. I'm pleased to report that during the
latest week-long process, we received more than 4,000 comments from people around the world,
including users, regulators, and online privacy advocates.

As we announced at the opening of the period, these latest proposed revisions to our Privacy Policy
and Statement of Rights and Responsibilities (SRR) were designed to make way for some exciting
new products we're contemplating. Because not all of these products have been finalized and many
aren't yet bullt at all, we'll be able to use your comments to help influence our product development.

In addition to taking your feedback into account as our product teams and engineers are designing
and coding, we wanted to respond to some of the common comments.

For example, some of you commented, in connection with the proposed new Privacy Policy, that
you'd like to be able to hide your Friends List. In fact, this is something that people already have the
ability to do. We announced this feature back in December, and you can read more about it in our
Help Center.

Others had guestions about the sections in the SRR requiring people to provide accurate information
and limiting them to one account. These are not new requirements. Facebook has always been
based on a real-name culture, and we feel strongly that these policies provide greater accountability
and a safer and more trusted environment across the site.

Still others asked to be opted-out of having their information shared with advertisers. This reflects a
common misconception about advertising on Facebook. We don't share your information with
advertisers unless you tell us to (e.g. to get a sample, hear more, or enter a contest). Any assertion
to the contrary is false. Period. Instead, we enable advertisers to target anonymized demographics
and attributes. That is, a company selling boats can target people between 40 and 50 years old who
expressed an interest in boating. However, we never provide the advertiser any names or other
information about the people who are shown, or even who click on, the ads.

We also received questions about the proposed new language in the Privacy Policy relating to our
plans to work with some pre-approved partner websites to offer a personalized experience when you
arrive at these sites. Based on your comments, we think it's important to clarify a couple of points,
even though this program has not yet been launched or even finalized.

First, it's important to underscore that this will be a test with a handful of carefully selected partners
to provide express personalization on their sites. These partners will be pre-selected, reviewed, and
bound by contracts with Facebook — much like other partners we have worked with in other contexts
to deliver unique and innovative experiences. For example, we're working with Yahoo! to integrate
Facebook across their properties, AOL to integrate our chat with AIM, and we first partnered with
CNN.com to make their broadcast of the Presidential Inauguration more social with the launch of the
Facebook live stream application.

In addition, partners who participate in this test will be required to provide an easy and prominent
method for you to opt out directly from their website and delete your data if you do opt out. There
will also be new features on Facebook.com to help you control your experience when you visit these
sites.

In sum, the core idea behind this test is to work with partners to enable them to present you with a
better, more relevant, and tailored experience when you visit their sites. While we have not finalized
these features or partnerships, we think this is an exciting opportunity to make surfing the web a
smoother and more engaging experience for people who use Facebook.

We're committed to building products that advance what's possible for people who want more
personalized and social experiences on the Web. We're equally committed to evolving our products
and technologies in a way that respects the trust you have put into Facebook.

As always, thanks for participating in our open governance process and sharing your feedback with
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us. We expect the new documents to be live on the site in the coming days. Stay tuned for future
updates by becoming a fan of the Facebook Site Governance Page.

Barry is a director on Facebook's communications and public policy team.

Topics: Privacy, Site governance, Statement of Rights and Responsibilities (SRR)
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by Sheryl Sandberg on Tuesday, July 6, 2010 at 1:53pm

At Facebook, everything we do is about making the world more social and creating more
personalized experiences. On Facebook, people do everything from remembering their friends’
birthdays to reuniting with old classmates to even finding people willing to donate their organs to
save their lives. We think making the world more personal and social is having a profound impact on
the way we relate to the people, communities and institutions around us.

In a more connected world, advertisers are social too. This gives you the chance to connect to the
companies and brands you like and learn more about their products and services. We believe that
more personalized social advertising complements the ways that people use Facebook every day—to
discover, share and connect with the people and the world around them.

Whether it's a new car, a local dentist or a t-shirt, many of the things you discover on Facebook
come from your friends. Just as advertising has changed the experience of searching on the web, we
think advertisers are a meaningful part of the social graph and the online experience as a whole.

We have designed Facebook to provide relevant and interesting advertising content to you in a way
that protects your privacy completely. We never share your personal information with advertisers.
We never sell your personal information to anyone. These protections are yours no matter what
privacy settings you use; they apply equally to people who share openly with everyone and to
people who share with only select friends.

We also protect your privacy by virtue of the way our advertising system works. Because our system
chooses which ads to show you, we don't need to share any of your personal information with
advertisers in order to show you relevant ads. In order to advertise on Facebook, advertisers give us
an ad they want us to display and tell us the kinds of people they want to reach. We deliver the ad
to people who fit those criteria without revealing any personal information to the advertiser.

The only information we provide to advertisers is aggregate and anonymous data, so they can know
how many people viewed their ad and general categories of information about them. Ultimately, this
helps advertisers better understand how well their ads work so they can show better ads.

Advertisers can also request that we display ads based on the things you have said you liked in your
profile. We think this means you will get ads that are more personalized to your real interests and
this makes your experience on Facebook even better. For example, if you are a small business
selling tents you might want to target adults ages 18-49 who have liked camping or hiking. Our
advertising system only shows the number of people who fit those criteria.

Once the ad runs, we report how many people saw or clicked on the ad and we provide aggregate
demographic information. We do not show individual profiles or personal information in our reporting
tools.

If you are interested in seeing how this works, you can watch this video:

We have built—and are continuing to grow—a successful advertising business that gives you the
opportunity to discover and connect to things you like while respecting your privacy no matter how
you choose to share your information. We think an online advertising experience that is social and
puts consumers at the center of an ongoing, two-way conversation is better for people and
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Facebook Expands Power of Platform Across the Web and Around the World

Users and Developers Gain New Ways to Share and Stay Connected through the Power of
Feeds

SAN FRANCISCO, Calil. — Facebook 18 Conference, July 23, 2008 — Facebook today
Introduced the latest ddvancements to Facebook Platform during Its annual I8 developer
conference, calling on its more than 100,000 developers to connect thelr Websites with
Facebook through Facebook Connect, extend thelr applcations to dozens of languages
waorldwide, and make use of new developer resources to help them succeed. :

“We opened Facebook Platform with a bellef that community Innovation can give people the
toots, and the power, to share and communicate in ways that Facebook can't bulld on Its own,
We're humbled by what our developer c ity has accomplished,” sald Mark Zuckerberg,
founder and CEO of Facebook. "We're confident that the changes we're presenting today help
Jevelopers bulid more glul soclal applications that enable users to share more
informatian.”

Facebook earlier this week released its new site design for users to preview and test, which Is
being gradually rofled out to Facebook's more Lhan 90 million active users ever the coming
weeks. The changes announced today, along with those launched earfier this week, leverage
Facebook's powerful feed system 1o give developers a new way to gain visibliity and help
users share and discover more information.

Leveraging the Power of Feeds

“Across the Web, content creation has become easier and more immediale, resulting in a
continuous stream of information through what we call ‘Teeds’,” sald Zuckerberg. “The power
of feeds on Facebook s their ability 1o move you Into a world where you recelve relevant
information In a soclal context wherever you are on the Web.”

The new site design emphasizes dynamic content and surfaces the most recent and relevant
information and activity through feeds, both on News Feed and the Wall. For develapers, the
new site design enables even deeper Integration within the profile for their apphcations. By
taking advantage of the Improvements with feeds on Facebook and the other new leatures,
developers can more efficiently distribute their applications and gain more ways to engage
meaningfully with users.

“We're confident that the new profile and Integration points will give entrepreneurs and
developers even greater opportunities to bulld their businesses and deliver on the promise of
Facebook Platiorm,” sald Ben Ling, director of platform program management, Facebook.
"“One goal of the new site deskqn s to afign Facebook Platform with users’ interests who will
see 3 new class of applications emerge that provide deeper engagement and a better
experience.”

Making the Web More Social with Facebook Connect

Facebook announced that 24 Web sites and applications have joined ils efforts to make the
Web more open and connected through Facebook Connect. A developer ‘sandbox’ Is now
available so developers worklwide can start working with Facebook Connect.

Facebook belleves that enabling users to take their Identity and [rlends with them around the
Web, while trusting that thelr privacy is protected, makes the Web more open and connected.
Facebook Connect allows users to bring their Facebook account Information, friends and
privacy to any third party website, deskiop application or device.

Digg, 5ix Apart, and Citysearch were lealured Iive during Zuckerberg's keynote today
demonstrating their planned Implementations o Facebook Connect. Facebook Cannect will be
generally avallable to users in the fall.

"Digg surfaces the best content on the Weh as voted on by its community of 26 million,” sald
Kevin Rose, lounder ol Digg. "Facebook Connect will help us promole more conversations on
Digg by giving Facebook's 90 million users an oppartunity to sign-In to Digg with their
Facebook accounts and become part of the active Digg community, This allows both Facebook
and Digg users to more easlly share the content they care about with the people they care
aboul.”

With Facebook Connect, users benefit from the following features:

» Trusted Authentication — easily authenticate into p sites using thelr Facebook account

» Real Identity — leverage their real identity across the Web in a trusted environment

+ Friend Linking - take thelr Irends with them wt they go, enabling trusted social
context anywhere on the Web




i Dyramic Privacy - assurance that the same privacy setlings users have set up on Faceboak
will follow them wherever they decide 1o login throughout the Web

» Socal Distribution - share actlons on pariner sites with thelr Idends back on Facebook
through feeds Additional planned participants at launch include: Amifando, CBS.com, CNET,
CollegeHumor, Disney-ABC Television Group, Evite, Flock, Hulu, Kongregate, Loopl, Plaxg,
Radar, Red Bull, Seesmic, Soclalthingl, StumblelUpon, The Insider, Twitter, Uber, Vimeo and
Xobnl,

Expanding Facebook Platform Internationally

As a result ol the worldwide success ol Facebook's Lranslation system, the company has
opened up the Translaticn Application 1o any developer using Facebook Platform. Beginning
today, any Facebook developer can make thelr application avallable In any of the 20
languages that are currently avaliable on Faceboak, with 69 mare coming soon.

Developers can now access the Translation Application ta elther translate thelr applications
themselves, or open up transiation of their application to Facebook users around the warld,
who will work together to define it In thelr native languages.

This Ive apf h combines the passion of Facebook users with technologles that are
systematic and manageable. The Translation Application enables developers to get high-
quality, fully-translated applications In front of users, no matter where they live or what
language they speak — much laster than ever belore, and without ever having 1o pick up a

dictianary,

“Through Facebook's international platform, the possibifities are endless for both developers
and users,” sald Chamath Palihapitiya, vice president of growth, Facebook. "With no language
barriers to break through, developars can take the stage with an even larger audience of
users from all over the world, and users will have access 1o even more greal applications than
ever before bullt by the world's best develapers.”

Helping Developers Succeed

When Facebook Platiorm launched In 2007, it gave developers the opportunity to create
applications that are deeply soclal and meaningful to users. More than 400,000 developers
and entrepreneurs from 160 countries have signed up and developed applications. For the
next phase of Platiorm, Facebook has focused on ensuring that developers have the resources
and incentives they need 1o bulld applications that deliver on the vision of Facebook Platform.

Facebook launched four new and expanded developer programs and resources:

1) Great Apps Program Facebook's Great Apps program rewards applications that defiver
value 1o users and advance the Facebook Platform vision. Great Apps embody Facebook's
gulding principles for social applications through their meaninglul, trustworthy and well
designed user experiences. Great Apps will galn greater visibliity on Facebook, earfier access
to new features and more feedback from Facebook. Facebook will open the Great Apps
seleclion process o developers In Seplember.

Facebook ks excited to announce ilike and Causes as the Inavgural Great Apps. “Facebook
Platform provided ILike with an unprecedenied opportunity to become ane of the world's
leading online muslc services In just over a year,” sald All Partovl, CEO of ILike. "I'm delighted
that Facebook Is committed to recognizing the apps that are maost appreciated by users, We
expect the Great Apps program to have a very pashive Impact on the entire Facebook
Platiomm ecosystem.”

“The Causes application enables soclally-conscious Facebook users to unlock the power of
their social network In order 1o ralse money and awareness for the causes they care about,”
sald Sean Parker, chalrman and co-lounder of Causes. “With more than 100,000 causes
created by 12 millian Facebook users, we've had remarkable success bullding user trust and
value on Facebook and we're excited to join the Great Apps program.”

2) Application Verification Facebook Is introducing the Application Verification program
which ks designed to offer extra assurances ta help users Identify applications they can trust --
applications that are secure, respectful and transparent, and have demonstrated commilment
to compliance with Platform policies. Verified applications will benefit from added visiblity on
Facebogk. The program Is 2 complement to Facebook's ongoing pelicy enforcement to keep
the Platform ecosystem robust, and will be open 1o developers In September.

3) Expanded [bFund Competition In an effort to grow the Facebook ecosystem, fbFund
was Introduced last year to provide resources to developers, by eliminating some of the
challenges of starting a company. As part of a new compethion, Facebook will award nearly
%10 million In non-recourse grants Lo the top 25 applications. In additlon 1o the Facebook
judging committee, this year users will test applications and vate on thelr favories after the
first round deadline of August 29, 2008.

Winners from the (irst bFund competition were ed today and Include:
ConnectedWeddings, CourseFeed by Classtop, GoalCamp, HotBerry, 12Play, LuckyCal, MyListo,
Podlass, Trazzler, and Zimride Carpool App.

4) New Developer Website Facebook Is introducing a new website-for Facebook Platform.
Improvements inchude better navigation and cleaner access to the blog, wikl and forum lo
encourage communlty Involvement. Facebook will alsa start highlighting soclal, Ingful
and trustworthy applcatlon case studles.
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For additional information on the announcements made today at 18, please visit the [8 Press
Page at: www.facebook.com/IB0BPress.

About Facebook Founded in February 2004, Facebook’s misslon Is to give pecple the power
to share and make the work) more open and connected. Anyone can sign up lor Facebook and
Interact with the people they know in a trusted environment. Facebook Is a privately-held
company and ks headquartered In Palo Alto, Callf.
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* What are Verified applications?
Verified appiications have passed a detailed Facebook review to confirm that
the user experience they provide complies with Facebook policies. Verified
applications have committed to be transparent about how they work and will
respect you and your friends when they send communication on your behalf.

Because these applications have passed a review by Facebook, they are
prioritized higher in the application directory and are highlighted by a green
checkmark. A "Verified Apps” badge will appear on their Profile Pages as well.

* What is the green check mark next to some applications?
Applications that choose to participate in Facebook's Application Verification
Program receive a green check mark when they pass Facebook's detaiied
raview process. The review process is designed to ensure that the application
complies with Facebook policies. In addition, Verified applications have
committed 1o be transparent about how they work and will respect you and
your friends when they send communication on your behalf.
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zebook’s Privacy Policy

Date of last revision: December 9, 2009.

We want to earn your trust by being transparent about how Facebook works. You should read this policy in its entirety, but should pay particular attention to these four
highlights:

e Facebook is designed to make it easy for you to share your information with anyone you want. You decide how much information you feel comfortable
sharing on Facebook and you control how it is distributed through your privacy settings. You should review the default privacy settings and change them if
necessary to reflect your preferences. You should also consider your settings whenever you share information.

« Facebook is not just a website. It is also a service for sharing your information on Facebook-enhanced applications and websites. You can control how you
share information with those third-party applications and websites through your application settings and you can learn more about how information is
shared with them on our About Platform page. You can also limit how your friends share your information with applications through your privacy settings.

s+ Certain categories of information such as your name, profile photo, list of friends and pages you are a fan of, gender, geographic region, and networks you
belong to are considered publicly available to everyone, including Facebook-enhanced applications, and therefore do not have privacy settings. You can,
however, limit the ability of others to find this information through search using your search privacy settings.

e Facebook is a free service supported primarily by advertising. We will not share your information with advertisers without your consent. We allow advertisers
to select characteristics of users they want to show their advertisements to and we use the information we have collected to serve those advertisements.

This policy contains eight sections, and you can jump to each by selecting the links below:

Introduction

Information We Receive

Information You Share With Third Parties

How We Use Your Information

How We Share Information

How You Can View, Change, or Remove Information
How We Protect Information

Other Terms

=N AWNE

Introduction

Questions. If you have any questions or concerns about our privacy policy, contact our privacy team through this help page. You may also contact us by mail at 1601 S.
California Avenue, Palo Alto, CA 94304.

TRUSTe Program. Facebook is a certified licensee of the TRUSTe Privacy Seal Program. This means that our privacy policy and practices have been reviewed by TRUSTe, an
independent organization focused on reviewing privacy and security policies and practices, for compliance with its strict program requirements. This privacy policy covers the
website www.facebook.com. The TRUSTe program covers only information that is collected through this Web site, and does not cover other information, such as information
that may be collected through software downloaded from Facebook.

If you have any complaints about our policy or practices please let us know through this help page . If you are not satisfied with our response, you can contact TRUSTe.

TRUSTe

Safe Harbor. Facebook also adheres to the Safe Harbor framework developed by the U.S. Department of Commerce and the European Union. As part of our participation in the
Safe Harbor, we agree to resolve all disputes you have with us in connection with our policies and practices through TRUSTe. To view our certification, visit the U.S. Department
of Commerce's Safe Harbor Web site.

Scope. This privacy policy covers all of Facebook. It does not, however, apply to entities that Facebook does not own or control, such as Facebook-enhanced applications and
websites. By using or accessing Facebook, you agree to our privacy practices outlined here.

No information from children under age 13. If you are under age 13, please do not attempt to register for Facebook or provide any personal information about yourself to
us. If we learn that we have collected personal information from a child under age 13, we will delete that information as quickly as possible. If you believe that we might have
any information from a child under age 13, please contact us through this help page.

Parental participation. We strongly recommend that minors 13 years of age or older ask their parents for permission before sending any information about themselves to
anyone over the Internet and we encourage parents to teach their children about safe internet use practices. Materials to help parents talk to their children about safe internet
use can be found on this help page.

2. Information We Receive

Information you provide to us:

Personal information. When you sign up for Facebook you provide us with your name, email, gender, and birth date. During the registration process we give you the

opportunity to provide additional profile information, such as where you went to school and where you work, and to add a picture of yourself, to help your friends connect with
you. In some cases we may ask for additional information for security reasons or to provide specific services to you. Once you register you can visit your profile at any time to




add or remove personal information about yourself. You can add basic information about yourself, such as information about your hometown, family, relationships, and your
political and religious views. You can also add other information about yourself including your activities, interests, contact information, as well as more information about your
education and job history.

Content. One of the primary reasons people use Facebook is to share content with others. Examples include when you update your status, upload or take a photo, upload or
record a video, share a link, create an event or a group, make a comment, write something on someone’s Wall, write a note, or send someone a message. If you do not want
us to store metadata associated with content you share on Facebook (such as photos), please remove the metadata before uploading the content.

Transactional Information. We may retain the details of transactions or payments you make on Facebook. However, we will only keep your payment source account number
with your consent.

Friend Information. We offer contact importer tools to help you upload your friends’ addresses so that you can find your friends on Facebook, and invite your contacts who do
not have Facebook accounts to join. If you do not want us to store this information, visit this help page. If you give us your password to retrieve those contacts, we will not
store your password after you have uploaded your contacts’ information.

Location Information. When you share your location with others or add a location to something you post, we treat that like any other content you post (for example, it is
subject to your privacy settings). If we offer a service that supports this type of location sharing we will present you with an opt-in choice of whether you want to participate.

Information we collect when you interact with Facebook:

Site activity information. We keep track of the actions you take on Facebook, such as adding a friend, becoming a fan of a Facebook Page, joining a group or an event,
creating a photo album, sending a gift, poking another user, indicating you “like” a post, attending an event, or authorizing an application. In some cases you are also taking
an action when you provide information or content to us. For example, if you share a video, in addition to storing the actual content you uploaded, we might log the fact you
shared it.

Access Device and Browser Information. When you access Facebook from a computer, mobile phone, or other device, we may collect information from that device about
your browser type, location, and IP address, as well as the pages you visit.

Cookie Information. We use "cookies" (small pieces of data we store for an extended period of time on your computer, mobile phone, or other device) to make Facebook
easier to use, to make our advertising better, and to protect both you and Facebook. For example, we use them to store your login ID (but never your password) to make it
easier for you to login whenever you come back to Facebook. We also use them to confirm that you are logged into Facebook, and to know when you are interacting with
Facebook Platform applications and websites, our widgets and Share buttons, and our advertisements. You can remove or block cookies using the settings in your browser, but
in some cases that may impact your ability to use Facebook.

Information we receive from third parties:

Facebook Platform and Facebook Connect. We do not own or operate the applications that you use through Facebook Platform (such as games and utilities) or the websites
that you interact with through Facebook Connect. We refer to them as “Facebook-enhanced” applications and websites because they use our Platform to provide you with
social features. Whenever you authorize a Facebook-enhanced application or website, we will receive information from them, including information about actions you take. In
some cases, in order to personalize the process of connecting, we may receive a limited amount of information even before you authorize the application or website.

Information from other websites. We may institute programs with advertising partners and other websites in which they share information with us:

- We may ask advertisers to tell us how our users responded to the ads we showed them (and for comparison purposes, how other users who didn’t see the ads acted on their
site). This data sharing, commonly known as “conversion tracking,” helps us measure our advertising effectiveness and improve the quality of the advertisements you see.

- We may receive information about whether or not you've seen or interacted with certain ads on other sites in order to measure the effectiveness of those ads.

If in any of these cases we receive data that we do not already have, we will “anonymize” it within 180 days, meaning we will stop associating the information with any
particular user. If we institute these programs, we will only use the information in the ways we explain in the “How We Use Your Information” section below.

Information from other users. We may collect information about you from other Facebook users, such as when a friend tags you in a photo or video, provides friend details,
or indicates a relationship with you. You can limit who can see that you have been tagged in a photo or video - which we refer to as photos or videos “of me” - in your privacy
settings.

3. Information You Share With Third Parties

We take steps to ensure that others use information that you share on Facebook in a manner consistent with your privacy settings, but we cannot guarantee that they will
follow our rules. Read the following section to learn more about how you can protect yourself when you share information with third parties.

Sharing information on Facebook. We designed our privacy settings to enable you to control how you share your information on Facebook. You should review the default
privacy settings to make sure they reflect your preferences. Here are some specific things to remember:

- You can control the visibility of most of the information you share on Facebook through the privacy settings you select.

- Certain categories of information such as your name, profile photo, list of friends and pages you are a fan of, gender, geographic region, and networks you belong to are
considered publicly available, and therefore do not have privacy settings. You can limit the ability of others to find this information on third party search engines through your
search privacy settings.

- Some of the content you share and the actions you take will show up on your friends’ home pages and other pages they visit.

- Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent it has been shared with
others, it was otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users.

- You understand that information might be re-shared or copied by other users.
- Certain types of communications that you send to other users cannot be removed, such as messages.
- When you post information on another user’s profile or comment on another user’s post, that information will be subject to the other user’s privacy settings.

- If you use an external source to publish information to Facebook (such as a mobile application or a Connect site), you should check the privacy setting for that post, as it is
set by that external source.

“Everyone” Privacy Setting. Information set to “everyone” is publicly available information, may be accessed by everyone on the Internet (including people not logged into
Facebook), is subject to indexing by third party search engines, may be associated with you outside of Facebook (such as when you visit other sites on the internet), and may
be imported and exported by us and others without privacy limitations. The default privacy setting for certain types of information you post on Facebook is set to “everyone.”
You can review and change the default settings in your privacy settings. If you delete “everyone” content that you posted on Facebook, we will remove it from your Facebook
profile, but have no control over its use outside of Facebook.

Facebook Platform. As mentioned above, we do not own or operate Facebook-enhanced applications or websites. That means that when you visit Facebook-enhanced
applications and websites you are making your Facebook information available to someone other than Facebook. To help those applications and sites operate, they receive
publicly available information automatically when you visit them, and additional information when you formally authorize or connect your Facebook account with them. You
can learn more details about which information the operators of those applications and websites can access on our About Platform page. Prior to allowing them to access any
information about you, we require them to agree to terms that limit their use of your information (which you can read about in Section 9 of our Statement of Rights and
Responsibilities) and we use technical measures to ensure that they only obtain authorized information. We also give you tools to control how your information is shared with




them:

[You can choose to opt-out of Facebook Platform and Facebook Connect altogether through your privacy settings] (We will remove this sentence in the next revision to our
Privacy Policy as the product has changed)

- You can block specific applications from accessing your information by visiting your application settings or the application’s “About” page

- You can use your privacy settings to limit which of your information is available to “everyone” (by default, every application and website, including those you have not
connected with, can access “everyone” and other publicly available content)

- You can use your application settings to limit which of your information your friends can make available to applications and websites

- We may make information about the location of your computer or access device and your age available to Facebook -enhanced applications and websites in order to help
them implement appropriate security measures and control the distribution of age-appropriate content.

You should always review the policies of third party applications and websites to make sure you are comfortable with the ways in which they use information you share with
them. We do not guarantee that they will follow our rules. If you find an application or website that violates our rules, you should report the violation to us on this help page
and we will take action as necessary.

Exporting Information. You (and those you make your information available to) may use tools like RSS feeds, mobile phone address books, or copy and paste functions, to
capture and export information from Facebook, including your information and information about you.

Advertisements. Sometimes the advertisers who present ads on Facebook use technological methods to measure the effectiveness of their ads and to personalize advertising
content. You may opt-out of the placement of cookies by many of these advertisers here. You may also use your browser cookie settings to limit or prevent the placement of
cookies by advertising networks.

Links. When you click on links on Facebook you may leave our site. We are not responsible for the privacy practices of other sites, and we encourage you to read their privacy
statements.

4. How We Use Your Information
We use the information we collect to try to provide a safe, efficient, and customized experience. Here are some of the details on how we do that:

To manage the service. We use the information we collect to provide our services and features to you, to measure and improve those services and features, and to provide
you with customer support. We use the information to prevent potentially illegal activities, and to enforce our Statement of Rights and Responsibilities. For example, we ask for
your date of birth to verify that you are over age 13 and so that we can better limit your access to content and advertisements that are not age appropriate. We also use a
variety of technological systems to detect and address anomalous activity and screen content to prevent abuse such as spam. These efforts may on occasion result in a
temporary or permanent suspension or termination of some functions for some users.

To contact you. We may contact you with service-related announcements from time to time. You may opt out of all communications except essential updates on your account
notifications page. We may include content you see on Facebook in the emails we send to you.

To serve personalized advertising to you. We don’t share your information with advertisers without your consent. (An example of consent would be if you asked us to
provide your shipping address to an advertiser to receive a free sample.) We allow advertisers to choose the characteristics of users who will see their advertisements and we
may use any of the non-personally identifiable attributes we have collected (including information you may have decided not to show to other users, such as your birth year or
other sensitive personal information or preferences) to select the appropriate audience for those advertisements. For example, we might use your interest in soccer to show
you ads for soccer equipment, but we do not tell the soccer equipment company who you are. You can see the criteria advertisers may select by visiting our advertising page.
Even though we do not share your information with advertisers without your consent, when you click on or otherwise interact with an advertisement there is a possibility that
the advertiser may place a cookie in your browser and note that it meets the criteria they selected.

To serve social ads. We occasionally pair advertisements we serve with relevant information we have about you and your friends to make advertisements more interesting and
more tailored to you and your friends. For example, if you become a fan of a Page, we may display your name and profile photo next to an advertisement for that Page that is
displayed to your friends. We only share the personally identifiable information visible in the social ad with the friend who can see the ad. You can opt out of having your
information used in social ads on this help page.

To supplement your profile. We may use information about you that we collect from other Facebook users to supplement your profile (such as when you are tagged in a
photo or mentioned in a status update). In such cases we generally allow you to direct how that information is shared in your privacy settings or give you the ability to remove
the content (such as allowing you to remove a photo tag of you) or limit its visibility on Facebook.

To make Suggestions. We use your profile information, the addresses you import through our contact importers, and other relevant information, to help you connect with
your friends, including making suggestions to you and other users that you connect with on Facebook. If you want to limit your visibility in suggestions we make to other
people, you can adjust your search visibility privacy setting, as you will only be visible in our suggestions to the extent you choose to be visible in public search listings. You
may also block specific individual users from being suggested to you and you from being suggested to them.

Downloadable Software. Certain downloadable software applications and applets that we offer, such as our browser toolbars and photo uploaders, transmit data to us. We
may not make a formal disclosure if we believe our collection of and use of the information is the obvious purpose of the application, such as the fact that we receive photos
when you use our photo uploader. If we believe it is not obvious that we are collecting or using such information, we will make a disclosure to you the first time you provide
the information to us so that you can decide whether you want to use that feature.

Memorializing Accounts. If we are notified that a user is deceased, we may memorialize the user’s account. In such cases we restrict profile access to confirmed friends, and
allow friends and family to write on the user’s Wall in remembrance. We may close an account if we receive a formal request from the user’s next of kin or other proper legal
request to do so.

5. How We Share Information

Facebook is about sharing information with others — friends and people in your networks — while providing you with privacy settings that you can use to restrict other users
from accessing your information. We share your information with third parties when we believe the sharing is permitted by you, reasonably necessary to offer our services, or
when legally required to do so. For example:

When you make a payment. When you enter into transactions with others or make payments on Facebook, we will only share transaction information with those third parties
necessary to complete the transaction and will require those third parties to agree to respect the privacy of your information.

When you invite a friend to join. When you ask us to invite a friend to join Facebook, we will send your friend a message on your behalf using your name. We may also send
up to two reminders to them in your name. If your friend does not want us to keep their information, we will remove it at their request on this help page.

When you choose to share your information with marketers. You may choose to share information with marketers or electronic commerce providers that are not
associated with Facebook through on-site offers. This is entirely at your discretion and we will not provide your information to these marketers without your consent.

To help your friends find you. By default, we make certain information you have posted to your profile available in search results on Facebook to help your friends find you.
However, you can control who has access to this information, as well as who can find you in searches, through your privacy settings. We also partner with email and instant
messaging providers to help their users identify which of their contacts are Facebook users, so that we can promote Facebook to those users.

To give search engines access to publicly available information. We generally limit search engines’ access to our site. We may allow them to access information set to the
“everyone” setting and your public search listing (but you can turn off your public search listing in your privacy settings).




To help improve or promote our service. Sometimes we share aggregated information with third parties to help improve or promote our service. But we only do so in such
a way that no individual user can be identified or linked to any specific action or information.

To provide you with services. We may provide information to service providers that help us bring you the services we offer. For example, we may use third parties to help

host our website, send out email updates about Facebook, remove repetitive information from our user lists, process payments, or provide search results or links (including

sponsored links). These service providers may have access to your personal information for use for a limited time, but when this occurs we implement reasonable contractual
and technical protections to limit their use of that information to helping us provide the service.

To advertise our services. We may ask advertisers outside of Facebook to display ads promaoting our services. We may ask them to deliver those ads based on the presence
of a cookie, but in doing so will not share any other information with the advertiser.

To offer joint services. We may provide services jointly with other companies, such as the classifieds service in the Facebook Marketplace. If you use these services, we may
share your information to facilitate that service. However, we will identify the partner and present the joint service provider’s privacy policy to you before you use that service.

To respond to legal requests and prevent harm. We may disclose information pursuant to subpoenas, court orders, or other requests (including criminal and civil matters)
if we have a good faith belief that the response is required by law. This may include respecting requests from jurisdictions outside of the United States where we have a good
faith belief that the response is required by law under the local laws in that jurisdiction, apply to users from that jurisdiction, and are consistent with generally accepted
international standards. We may also share information when we have a good faith belief it is necessary to prevent fraud or other illegal activity, to prevent imminent bodily
harm, or to protect ourselves and you from people violating our Statement of Rights and Responsibilities. This may include sharing information with other companies, lawyers,
courts or other government entities.

Facebook Beacon. [We have announced a settlement of a lawsuit related to the Beacon product: the Beacon product will be discontinued and this language removed from the
privacy policy upon approval of a settlement by the court.] Facebook Beacon is a means of sharing actions you have taken on third party sites, such as when you make a
purchase or post a review, with your friends on Facebook. In order to provide you as a Facebook user with clear disclosure of the activity information being collected on third
party sites and potentially shared with your friends on Facebook, we collect certain information from that site and present it to you after you have completed an action on that
site. You have the choice to have us discard that information, or to share it with your friends. To learn more about the operation of the service, we encourage you to read the
tutorial here. To opt out of the service altogether, click here. Like many other websites that interact with third party sites, we may receive some information even if you are
logged out from Facebook, or that pertains to non-Facebook users, from those sites in conjunction with the technical operation of the system. In cases where we receive
information from Beacon sites on users that are not logged in, or on non-Facebook users, we do not attempt to associate it with individual Facebook accounts and will discard
it.

Transfer in the Event of Sale or Change of Control. If the ownership of all or substantially all of our business changes, we may transfer your information to the new owner
so that the service can continue to operate. In such a case, your information would remain subject to the promises made in any pre-existing Privacy Policy.

6. How You Can View, Change, or Remove Information

Viewing and editing your profile. You may change or delete your profile information at any time by going to your profile page and clicking “Edit My Profile.” Information will
be updated immediately. While you cannot delete your date of birth, you can use the setting on the info tab of your profile information page to hide all or part of it from other
users.

Delete uploaded contacts. If you use our contact importer to upload addresses, you can later delete the list on this help page.

Deactivating or deleting your account. If you want to stop using your account you may deactivate it or delete it. When you deactivate an account, no user will be able to see
it, but it will not be deleted. We save your profile information (friends, photos, interests, etc.) in case you later decide to reactivate your account. Many users deactivate their
accounts for temporary reasons and in doing so are asking us to maintain their information until they return to Facebook. You will still have the ability to reactivate your
account and restore your profile in its entirety. When you delete an account, it is permanently deleted. You should only delete your account if you are certain you never want to
reactivate it. You may deactivate your account on your account settings page or delete your account on this help page.

Limitations on removal. Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent
it has been shared with others, it was otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users. However, your name will no longer be
associated with that information on Facebook. (For example, if you post something to another user’s profile, and then you delete your account, that post may remain, but be
attributed to an “Anonymous Facebook User.”) Additionally, we may retain certain information to prevent identity theft and other misconduct even if deletion has been
requested.

Backup copies. Removed and deleted information may persist in backup copies for up to 90 days, but will not be available to others.

Non-user contact information. If a user provides your email address to us, and you are not a Facebook user but you want us to delete your address, you can do so on this
help page. However, that request will only apply to addresses we have at the time of the request and not to any addresses that users provide to us later.

7. How We Protect Information
We do our best to keep your information secure, but we need your help. For more detailed information about staying safe on Facebook, visit the Facebook Security Page.

Steps we take to keep your information secure. We keep your account information on a secured server behind a firewall. When you enter sensitive information (such as
credit card numbers and passwords), we encrypt that information using secure socket layer technology (SSL). We also use automated and social measures to enhance security,
such as analyzing account behavior for fraudulent or otherwise anomalous behavior, may limit use of site features in response to possible signs of abuse, may remove
inappropriate content or links to illegal content, and may suspend or disable accounts for violations of our Statement of Rights and Responsibilities.

Risks inherent in sharing information. Although we allow you to set privacy options that limit access to your information, please be aware that no security measures are
perfect or impenetrable. We cannot control the actions of other users with whom you share your information. We cannot guarantee that only authorized persons will view your
information. We cannot ensure that information you share on Facebook will not become publicly available. We are not responsible for third party circumvention of any privacy
settings or security measures on Facebook. You can reduce these risks by using common sense security practices such as choosing a strong password, using different
passwords for different services, and using up to date antivirus software.

Report Violations. You should report any security violations to us on this help page.
8. Other Terms

Changes. We may change this Privacy Policy pursuant to the procedures outlined in the Facebook Statement of Rights and Responsibilities. Unless stated otherwise, our
current privacy policy applies to all information that we have about you and your account. If we make changes to this Privacy Policy we will notify you by publication here and
on the Facebook Site Governance Page. You can make sure that you receive notice directly by becoming a fan of the Facebook Site Governance Page.

Consent to Collection and Processing in the United States. By using Facebook, you consent to having your personal data transferred to and processed in the United States.
Defined Terms. "Us," "we," "our," "Platform" and "Facebook” mean the same as they do in the Statement of Rights and Responsibilities. “Information” and “content” are used
more generally and interchangeably here than in the Statement of Rights and Responsibilities unless otherwise limited by the context.

Helpful links

Statement of Rights and Responsibilities

Facebook Site Governance Page

application settings

privacy settings

account notifications page

help page for complaints about our privacy policies or practices




help page to report use by a child under age 13

help page with info to help parents talk to children about safe internet use
deleting an account

reporting a deceased user

reporting an impostor

reporting abusive content

reporting a compromised account

requesting deletion of data for non-user

removing Friend Finder contacts

reporting and blocking third-party applications

general explanation of third-party applications and how they access data
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Facebook'’s Privacy Policy.

Date of last revision: April 22, 2010.
This policy contains eight sections, and you can jump to each by selecting the links below:

1. Introduction

2. Information We Receive

3. Information You Share With Third Parties

4. Sharing Information on Facebook

5. How We Use Your Information

6. How We Share Information

7. How You Can View, Change, or Remove Information
8. How We Protect Information

9. Other Terms

1. Introduction

Questions. If you have any questions or concerns about our privacy policy, contact our privacy team through this help page. You may also contact us by mail at 1601 S. California Avenue, Palo
Alto, CA 94304.

TRUSTe Program. Facebook is a certified licensee of the TRUSTe Privacy Seal Program. This means that our privacy policy and practices have been reviewed by TRUSTe, an independent
organization focused on reviewing privacy and security policies and practices, for compliance with its strict program requirements. This privacy policy covers the website www.facebook.com.
The TRUSTe program covers only information that is collected through this Web site, and does not cover other information, such as information that may be collected through software
downloaded from Facebook.

If you have any complaints about our policy or practices please let us know through this help page. If you are not satisfied with our response, you can contact TRUSTe.

Safe Harbor. Facebook also adheres to the Safe Harbor framework developed by the U.S. Department of Commerce and the European Union. As part of our participation in the Safe Harbor,
we agree to resolve all disputes you have with us in connection with our policies and practices through TRUSTe. To view our certification, visit the U.S. Department of Commerce's Safe Harbor
Web site.

Scope. This privacy policy covers all of Facebook. It does not, however, apply to entities that Facebook does not own or control, such as applications and websites using Platform. By using or
accessing Facebook, you agree to our privacy practices outlined here.

No information from children under age 13. If you are under age 13, please do not attempt to register for Facebook or provide any personal information about yourself to us. If we learn
that we have collected personal information from a child under age 13, we will delete that information as quickly as possible. If you believe that we might have any information from a child
under age 13, please contact us through this help page.

Parental participation. We strongly recommend that minors 13 years of age or older ask their parents for permission before sending any information about themselves to anyone over the
Internet and we encourage parents to teach their children about safe intemet use practices. Materials to help parents talk to their children about safe internet use can be found on this help
page.

2. Information We Receive
Information you provide to us:

Information About Yourself. When you sign up for Facebook you provide us with your name, email, gender, and birth date. During the registration process we give you the opportunity to
connect with your friends, schools, and employers. You will also be able to add a picture of yourself. In some cases we may ask for additional information for security reasons or to provide
specific services to you. Once you register you can provide other information about yourself by connecting with, for example, your current city, hometown, family, relationships, networks,
activities, interests, and places. You can also provide personal information about yourself, such as your political and religious views.

Content. One of the primary reasons people use Facebook is to share content with others. Examples include when you update your status, upload or take a photo, upload or record a video,
share a link, create an event or a group, make a comment, write something on someone’s Wall, write a note, or send someone a message. If you do not want us to store metadata associated
with content you share on Facebook (such as photos), please remove the metadata before uploading the content.

Transactional Information. We may retain the details of transactions or payments you make on Facebook. If you do not want us to store your payment source account number, you can
remove it using your payments page.

Friend Information. We offer contact importer tools to help you upload your friends” addresses so that you can find your friends on Facebook, and invite your contacts who do not have
Facebook accounts to join. If you do not want us to store this information, visit this help page. If you give us your password to retrieve those contacts, we will not store your password after you
have uploaded your contacts’ information.

Information we collect when you interact with Facebook:

Site activity information. We keep track of some of the actions you take on Facebook, such as adding connections (including joining a group or adding a friend), creating a photo album,
sending a gift, poking another user, indicating you “like” a post, attending an event, or connecting with an application. In some cases you are also taking an action when you provide
information or content to us. For example, if you share a video, in addition to storing the actual content you uploaded, we might log the fact that you shared it.

Access Device and Browser Information. When you access Facebook from a computer, mobile phone, or other device, we may collect information from that device about your browser
type, location, and IP address, as well as the pages you visit.

Cookie Information. We use "cookies" (small pieces of data we store for an extended period of time on your computer, mobile phone, or other device) to make Facebook easier to use, to
make our advertising better, and to protect both you and Facebook. For example, we use them to store your login ID (but never your password) to make it easier for you to login whenever you
come back to Facebook. We also use them to confirm that you are logged into Facebook, and to know when you are interacting with Facebook Platform applications and websites, our widgets
and Share buttons, and our advertisements. You can remove or block cookies using the settings in your browser, but in some cases that may impact your ability to use Facebook.

Information we receive from third parties:
Facebook Platform. We do not own or operate the applications or websites that you use through Facebook Platform (such as games and utilities). Whenever you connect with a Platform

application or website, we will receive information from them, including information about actions you take. In some cases, in order to personalize the process of connecting, we may receive a
limited amount of information even before you connect with the application or website.




Information from other websites. We may institute programs with advertising partners and other websites in which they share information with us:

We may ask advertisers to tell us how our users responded to the ads we showed them (and for comparison purposes, how other users who didn't see the ads acted on their site). This data
sharing, commonly known as “conversion tracking,” helps us measure our advertising effectiveness and improve the quality of the advertisements you see.
We may receive information about whether or not you‘ve seen or interacted with certain ads on other sites in order to measure the effectiveness of those ads.

If in any of these cases we receive data that we do not already have, we will “anonymize” it within 180 days, meaning we will stop associating the information with any particular user. If we
institute these programs, we will only use the information in the ways we explain in the *How We Use Your Information” section below.

Information from other users. We may collect information about you from other Facebook users, such as when a friend tags you in a photo, video, or place, provides friend details, or
indicates a relationship with you.

3. Sharing information on Facebook.

This section explains how your privacy settings work, and how your information is shared on Facebook. You should always consider your privacy settings before sharing information on
Facebook.

Name and Profile Picture. Facebook is designed to make it easy for you to find and connect with others. For this reason, your name and profile picture do not have privacy settings. If you
are uncomfortable with sharing your profile picture, you should delete it (or not add one). You can also control who can find you when searching on Facebook or on public search engines using
your search settings.

Contact Information. Your contact information settings control who can contact you on Facebook, and who can see your contact information such as your email and phone number(s).
Remember that none of this information is required except for your email address, and you do not have to share your email address with anyone.

Personal Information. Your personal information settings control who can see your personal information, such as your religious and political views, if you choose to add them. We
recommend that you share this information using the friends of friends setting.

Posts by Me. You can select a privacy setting for every post you make using the publisher on our site. Whether you are uploading a photo or posting a status update, you can control exactly
who can see it at the time you create it. Whenever you share something look for the lock icon. Clicking on the lock will bring up a menu that lets you choose who will be able to see your post.
If you decide not to select your setting at the time you post the content, your content will be shared consistent with your Posts by Me privacy setting.

Connections. Facebook enables you to connect with virtually anyone or anything you want, from your friends and family to the city you live in to the restaurants you like to visit to the bands
and movies you love. Because it takes two to connect, your privacy settings only control who can see the connection on your profile page. If you are uncomfortable with the connection being
publicly available, you should consider removing (or not making) the connection.

Gender and Birth Date. In addition to name and email address, we require you to provide your gender and birth date during the registration process. We ask for your date of birth to verify
that you are 13 or older, and so that we can better limit your access to content and advertisements that are not age appropriate. Because your date of birth and gender are required, you
cannot delete them. You can, however, edit your profile to hide all (or part) of such fields from other users.

Other. Here are some other things to remember:

Some of the content you share and the actions you take will show up on your friends’ home pages and other pages they visit.

If another user tags you in a photo or video or at a place, you can remove the tag. You can also limit who can see that you have been tagged on your profile from your privacy settings.

Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent it has been shared with others, it was
otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users.

You understand that information might be reshared or copied by other users.

Certain types of communications that you send to other users cannot be removed, such as messages.

When you post information on another user’s profile or comment on another user’s post, that information will be subject to the other user’s privacy settings.

If you use an external source to publish information to Facebook (such as a mobile application or a Connect site), you should check the privacy setting for that post, as it is set by that external
source.

“Everyone” Information. Information set to “everyone” is publicly available information, just like your name, profile picture, and connections. Such information may, for example, be
accessed by everyone on the Internet (including people not logged into Facebook), be indexed by third party search engines, and be imported, exported, distributed, and redistributed by us
and others without privacy limitations. Such information may also be associated with you, including your name and profile picture, even outside of Facebook, such as on public search engines
and when you visit other sites on the intemet. The default privacy setting for certain types of information you post on Facebook is set to “everyone.” You can review and change the default
settings in your privacy settings. If you delete “everyone” content that you posted on Facebook, we will remove it from your Facebook profile, but have no control over its use outside of
Facebook.

Minors. We reserve the right to add special protections for minors (such as to provide them with an age-appropriate experience) and place restrictions on the ability of adults to share and
connect with minors, recognizing this may provide minors a more limited experience on Facebook

4. Information You Share With Third Parties.

Facebook Platform. As mentioned above, we do not own or operate the applications or websites that use Facebook Platform. That means that when you use those applications and websites
you are making your Facebook information available to someone other than Facebook. Prior to allowing them to access any information about you, we require them to agree to terms that limit
their use of your information (which you can read about in Section 9 of our Statement of Rights and Responsibilities) and we use technical measures to ensure that they only obtain authorized
information. To learn more about Platform, visit our About Platform page.

Connecting with an Application or Website. When you connect with an application or website it will have access to General Information about you. The term General Information includes
your and your friends’ names, profile pictures, gender, user IDs, connections, and any content shared using the Everyone privacy setting. We may also make information about the location of
your computer or access device and your age available to applications and websites in order to help them implement appropriate security measures and control the distribution of age-
appropriate content. If the application or website wants to access any other data, it will have to ask for your permission.

We give you tools to control how your information is shared with applications and websites that use Platform. For example, you can block specific applications from accessing your information
by visiting your application settings or the application’s “About” page. You can also use your privacy settings to limit which of your information is available to “everyone”.

You should always review the policies of third party applications and websites to make sure you are comfortable with the ways in which they use information you share with them. We do not
guarantee that they will follow our rules. If you find an application or website that violates our rules, you should report the violation to us on this help page and we will take action as necessary.

When your friends use Platform. If your friend connects with an application or website, it will be able to access your name, profile picture, gender, user ID, and information you have
shared with “everyone.” It will also be able to access your connections, except it will not be able to access your friend list. If you have already connected with (or have a separate account
with) that website or application, it may also be able to connect you with your friend on that application or website. If the application or website wants to access any of your other content or
information (including your friend list), it will have to obtain specific permission from your friend. If your friend grants specific permission to the application or website, it will generally only be
able to access content and information about you that your friend can access. In addition, it will only be allowed to use that content and information in connection with that friend. For
example, if a friend gives an application access to a photo you only shared with your friends, that application could allow your friend to view or print the photo, but it cannot show that photo to
anyone else.

We provide you with a number of tools to control how your information is shared when your friend connects with an application or website. For example, you can use your application privacy
settings to limit some of the information your friends can make available to applications and websites. You can also block particular applications or websites from accessing your information.
You can use your privacy settings to limit which friends can access your information, or limit which of your information is available to “everyone.” You can also disconnect from a friend if you
are uncomfortable with how they are using your information.

Pre-Approved Third-Party Websites and Applications. In order to provide you with useful social experiences off of Facebook, we occasionally need to provide General Information about
you to pre-approved third party websites and applications that use Platform at the time you visit them (if you are still logged in to Facebook). = Similarly, when one of your friends visits a pre-




approved website or application, it will receive General Information about you so you and your friend can be connected on that website as well (if you also have an account with that website).
In these cases we require these websites and applications to go through an approval process, and to enter into separate agreements designed to protect your privacy. For example, these
agreements include provisions relating to the access and deletion of your General Information, along with your ability to opt-out of the experience being offered. You can also remove any pre-
approved website or application you have visited here [add link], or block all pre-approved websites and applications from getting your General Information when you visit them here [add
link].  In addition, if you log out of Facebook before visiting a pre-approved application or website, it will not be able to access your information. You can see a complete list of pre-approved
websites on our About Platform page.

Exporting Information. You (and those you make your information available to) may use tools like RSS feeds, mobile phone address book applications, or copy and paste functions, to
capture, export (and in some cases, import) information from Facebook, including your information and information about you. For example, if you share your phone number with your friends,
they may use third party applications to sync that information with the address book on their mobile phone.

Advertisements. Sometimes the advertisers who present ads on Facebook use technological methods to measure the effectiveness of their ads and to personalize advertising content. You
may opt-out of the placement of cookies by many of these advertisers here. You may also use your browser cookie settings to limit or prevent the placement of cookies by advertising networks.

Links. When you click on links on Facebook you may leave our site. We are not responsible for the privacy practices of other sites, and we encourage you to read their privacy statements.
5. How We Use Your Information
We use the information we collect to try to provide a safe, efficient, and customized experience. Here are some of the details on how we do that:

To manage the service. We use the information we collect to provide our services and features to you, to measure and improve those services and features, and to provide you with
customer support. We use the information to prevent potentially illegal activities, and to enforce our Statement of Rights and Responsibilities. We also use a variety of technological systems to
detect and address anomalous activity and screen content to prevent abuse such as spam. These efforts may on occasion result in a temporary or permanent suspension or termination of some
functions for some users.

To contact you. We may contact you with service-related announcements from time to time. You may opt out of all communications except essential updates on your account notifications
page. We may include content you see on Facebook in the emails we send to you.

To serve personalized advertising to you. We don't share your information with advertisers without your consent. (An example of consent would be if you asked us to provide your
shipping address to an advertiser to receive a free sample.) We allow advertisers to choose the characteristics of users who will see their advertisements and we may use any of the non-
personally identifiable attributes we have collected (including information you may have decided not to show to other users, such as your birth year or other sensitive personal information or
preferences) to select the appropriate audience for those advertisements. For example, we might use your interest in soccer to show you ads for soccer equipment, but we do not tell the soccer
equipment company who you are. You can see the criteria advertisers may select by visiting our advertising page. Even though we do not share your information with advertisers without your
consent, when you click on or otherwise interact with an advertisement there is a possibility that the advertiser may place a cookie in your browser and note that it meets the criteria they
selected.

To serve social ads. We occasionally pair advertisements we serve with relevant information we have about you and your friends to make advertisements more interesting and more tailored
to you and your friends. For example, if you connect with your favorite band’s page, we may display your name and profile photo next to an advertisement for that page that is displayed to
your friends. We only share the personally identifiable information visible in the social ad with the friend who can see the ad. You can opt out of having your information used in social ads on
this help page.

To supplement your profile. We may use information about you that we collect from other Facebook users to supplement your profile (such as when you are tagged in a photo or mentioned
in a status update). In such cases we generally give you the ability to remove the content (such as allowing you to remove a photo tag of you) or limit its visibility on your profile.

To make suggestions. We use your profile information, the addresses you import through our contact importers, and other relevant information, to help you connect with your friends,
including making suggestions to you and other users that you connect with on Facebook. For example, if another user imports the same email address as you do, we may suggest that you
connect with each other. If you want to limit your visibility in suggestions we make to other people, you can adjust your search visibility privacy setting, as you will only be visible in our
suggestions to the extent you choose to be visible in public search listings. You may also block specific individual users from being suggested to you and you from being suggested to them.

To help your friends find you. We allow other users to use contact information they have about you, such as your email address, to find you, including through contact importers and
search. You can prevent other users from using your email address to find you using your search setting.

Downloadable Software. Certain downloadable software applications and applets that we offer, such as our browser toolbars and photo uploaders, transmit data to us. We may not make a
formal disclosure if we believe our collection of and use of the information is the obvious purpose of the application, such as the fact that we receive photos when you use our photo uploader. If
we believe it is not obvious that we are collecting or using such information, we will make a disclosure to you the first time you provide the information to us so that you can decide whether you
want to use that feature.

Memorializing Accounts. If we are notified that a user is deceased, we may memorialize the user’s account. In such cases we restrict profile access to confirmed friends, and allow friends
and family to write on the user's Wall in remembrance. We may close an account if we receive a formal request from the user’s next of kin or other proper legal request to do so.

6. How We Share Information

Facebook is about sharing information with others — friends and people in your communities — while providing you with privacy settings that you can use to restrict other users from accessing
some of your information. We share your information with third parties when we believe the sharing is permitted by you, reasonably necessary to offer our services, or when legally required to
do so. For example:

When you make a payment. When you enter into transactions with others or make payments on Facebook, we will share transaction information with only those third parties necessary to
complete the transaction. We will require those third parties to agree to respect the privacy of your information.

When you invite a friend to join. When you ask us to invite a friend to join Facebook, we will send your friend a message on your behalf using your name. The invitation may also contain
information about other users your friend might know. We may also send up to two reminders to them in your name. You can see who has accepted your invitations, send reminders, and
delete your friends’ email addresses on your invite history page. If your friend does not want us to keep their information, we will also remove it at their request by using this help page.

When you choose to share your information with marketers. You may choose to share information with marketers or electronic commerce providers that are not associated with
Facebook through on-site offers. This is entirely at your discretion and we will not provide your information to these marketers without your consent.

To help your friends find you. By default, we make certain information you have posted to your profile available in search results on Facebook to help your friends find you. However, you
can control who can see some of this information, as well as who can find you in searches, through your privacy settings. We also partner with email and instant messaging providers to help
their users identify which of their contacts are Facebook users, so that we can promote Facebook to those users.

To give search i access to publicly available information. We generally limit search engines’ access to our site. We may allow them to access information set to the “everyone”
setting (along with your name and profle plcture) and your profile information that is visible to everyone. You can change the visibility of some of your profile information using your privacy
settings. You can also prevent search engines from indexing your profile using your search settings.

To help improve or promote our service. Sometimes we share aggregated information with third parties to help improve or promote our service. But we only do so in such a way that no
individual user can be identified or linked to any specific action or information.

To provide you with services. We may provide information to service providers that help us bring you the services we offer. For example, we may use third parties to help host our website,
send out email updates about Facebook, remove repetitive information from our user lists, process payments, or provide search results or links (including sponsored links). These service
providers may have access to your personal information for use for a limited time, but when this occurs we implement reasonable contractual and technical protections to limit their use of that
information to helping us provide the service.

To advertise our services. We may ask advertisers outside of Facebook to display ads promoting our services. We may ask them to deliver those ads based on the presence of a cookie, but
in doing so will not share any other information with the advertiser.

To offer joint services. We may provide services jointly with other companies, such as the classifieds service in the Facebook Marketplace. If you use these services, we may share your
information to facilitate that service. However, we will identify the partner and present the joint service provider’s privacy policy to you before you use that service.

To respond to legal and p harm. We may disclose information pursuant to subpoenas, court orders, or other requests (including criminal and civil matters) if we have a




good faith belief that the response is required by law. This may include respecting requests from jurisdictions outside of the United States where we have a good faith belief that the response is
required by law under the local laws in that jurisdiction, apply to users from that jurisdiction, and are consistent with generally accepted international standards. We may also share information
when we have a good faith belief it is necessary to prevent fraud or other illegal activity, to prevent imminent bodily harm, or to protect ourselves and you from people violating our Statement
of Rights and Responsibilities. This may include sharing information with other companies, lawyers, courts or other government entities.

Transfer in the Event of Sale or Change of Control. If the ownership of all or substantially all of our business changes, we may transfer your information to the new owner so that the
service can continue to operate. In such a case, your information would remain subject to the promises made in any pre-existing Privacy Policy.

7. How You Can Change or Remove Information
Editing your profile. You may change or remove your profile information at any time by going to your profile page and clicking “Edit My Profile.” Information will be updated immediately.

Delete uploaded contacts. If you use our contact importer to upload addresses, you can later delete the list on this help page. You can delete the email addresses of friends you have
invited to join Facebook on your invite history page.

Deactivating or deleting your account. If you want to stop using your account you may deactivate it or delete it. When you deactivate an account, no user will be able to see it, but it will
not be deleted. We save your profile information (connections, photos, etc.) in case you later decide to reactivate your account. Many users deactivate their accounts for temporary reasons and
in doing so are asking us to maintain their information until they return to Facebook. You will still have the ability to reactivate your account and restore your profile in its entirety. When you
delete an account, it is permanently deleted from Facebook. You should only delete your account if you are certain you never want to reactivate it. You may deactivate your account on your
account settings page or delete your account on this help page.

Limitations on removal. Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent it has been
shared with others, it was otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users. However, your name will no longer be associated with that
information on Facebook. (For example, if you post something to another user’s profile and then you delete your account, that post may remain, but be attributed to an “Anonymous Facebook
User.”) Additionally, we may retain certain information to prevent identity theft and other misconduct even if deletion has been requested. If you have given third party applications or websites
access to your information, they may retain your information to the extent permitted under their terms of service or privacy policies. But they will no longer be able to access the information
through our Platform after you disconnect from them.

Backup copies. Removed and deleted information may persist in backup copies for up to 90 days, but will not be available to others.

Non-user contact information. If a user provides your email address to us, and you are not a Facebook user but you want us to delete your address, you can do so on this help page.
However, that request will only apply to addresses we have at the time of the request and not to any addresses that users provide to us later.

8. How We Protect Information
We do our best to keep your information secure, but we need your help. For more detailed information about staying safe on Facebook, visit the Facebook Security Page.

Steps we take to keep your information secure. We keep your account information on a secured server behind a firewall. When you enter sensitive information (such as credit card
numbers and passwords), we encrypt that information using secure socket layer technology (SSL). We also use automated and social measures to enhance security, such as analyzing account
behavior for fraudulent or otherwise anomalous behavior, may limit use of site features in response to possible signs of abuse, may remove inappropriate content or links to illegal content, and
may suspend or disable accounts for violations of our Statement of Rights and Responsibilities.

Risks inherent in sharing information. Although we allow you to set privacy options that limit access to your information, please be aware that no security measures are perfect or
impenetrable. We cannot control the actions of other users with whom you share your information. We cannot guarantee that only authorized persons will view your information. We cannot
ensure that information you share on Facebook will not become publicly available. We are not responsible for third party circumvention of any privacy settings or security measures on
Facebook. You can reduce these risks by using common sense security practices such as choosing a strong password, using different passwords for different services, and using up to date
antivirus software.

Report Violations. You should report any security violations to us on this help page.
9. Other Terms

Changes. We may change this Privacy Policy pursuant to the procedures outlined in the Facebook Statement of Rights and Responsibilities. Unless stated otherwise, our current privacy policy
applies to all information that we have about you and your account. If we make changes to this Privacy Policy we will notify you by publication here and on the Facebook Site Governance Page.
You can make sure that you receive notice directly by becoming a fan of the Facebook Site Governance Page.

Consent to Collection and Processing in the United States. By using Facebook, you consent to having your personal data transferred to and processed in the United States.

Defined Terms. "Us," "we," "our," "Platform" and "Facebook' mean the same as they do in the Statement of Rights and Responsibilities. “Information” and “content” are used more generally
and interchangeably here than in the Statement of Rights and Responsibilities unless otherwise limited by the context.

Helpful links

Statement of Rights and Responsibilities

Facebook Site Governance Page

application settings

privacy settings

account notifications page

help page for complaints about our privacy policies or practices

help page to report use by a child under age 13

help page with info to help parents talk to children about safe internet use
deleting an account

reporting a deceased user

reporting an impostor

reporting abusive content

reporting a compromised account

requesting deletion of data for non-user

removing Friend Finder contacts

reporting and blocking third-party applications

general explanation of third-party applications and how they access data
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Facebook helps you connect and share with the people in your life.

Facebook’s Privacy Policy.

Date of last revision: December 22, 2010.
This policy contains nine sections, and you can jump to each by selecting the links below:

1. Introduction

2. Information We Receive

3. Sharing information on Facebook

4. Information You Share With Third Parties

5. How We Use Your Information

6. How We Share Information

7. How You Can Change or Remove Information
8. How We Protect Information

9. Other Terms

=

Introduction

Questions. If you have any questions or concerns about our privacy policy, contact our privacy team through this help page. You may also contact us by mail at 1601 S. California Avenue, Palo Alto,
CA 94304.

TRUSTe Program. Facebook has been awarded TRUSTe's Privacy Seal signifying that this privacy policy and practices have been reviewed by TRUSTe for compliance with TRUSTe's program
requirements. If you have questions or complaints regarding our privacy policy or practices, please contact us by mail at 1601 S. California Avenue, Palo Alto, CA 94304 or through this help page. If
you are not satisfied with our response you can contact TRUSTe here.This privacy policy covers the website www facebook com. The TRUSTe program covers only information that is collected
through this Web site, and does not cover other information, such as information that may be collected through software downloaded from Facebook.

Safe Harbor. Facebook also complies with the EU Safe Harbor framework as set forth by the Department of Commerce regarding the collection, use, and retention of data from the European Union.
As part of our participation in the Safe Harbor, we agree to resolve all disputes you have with us in connection with our policies and practices through TRUSTe. We will also provide initial responses to
access requests within a reasonable period of time. To view our certification, visit the U S. Department of Commerce's Safe Harbor Web site.

Scope. This privacy policy covers all of Facebook. It does not, however, apply to entities that Facebook does not own or control, such as applications and websites using Platform. By using or
accessing Facebook, you agree to our privacy practices outlined here.

No information from children under age 13. If you are under age 13, please do not attempt to register for Facebook or provide any personal information about yourself to us. If we learn that we
have collected personal information from a child under age 13, we will delete that information as quickly as possible. If you believe that we might have any information from a child under age 13,
please contact us through this help page.

Parental participation. We strongly recommend that minors 13 years of age or older ask their parents for permission before sending any information about themselves to anyone over the Internet
and we encourage parents to teach their children about safe internet use practices. Materials to help parents talk to their children about safe internet use can be found on this help page.

2. Information We Receive
Information you provide to us:

Information About Yourself. When you sign up for Facebook you provide us with your name, email, gender, and birth date. During the registration process we give you the opportunity to connect
with your friends, schools, and employers. You will also be able to add a picture of yourself. In some cases we may ask for additional information for security reasons or to provide specific services to
you. Once you register you can provide other information about yourself by connecting with, for example, your current city, hometown, family, relationships, networks, activities, interests, and places.
You can also provide personal information about yourself, such as your political and religious views.

Content. One of the primary reasons people use Facebook is to share content with others. Examples include when you update your status, upload or take a photo, upload or record a video, share a
link, create an event or a group, make a comment, write something on someone’s Wall, write a note, or send someone a message. If you do not want us to store metadata associated with content
you share on Facebook (such as photos), please remove the metadata before uploading the content.

Transactional Information. We may retain the details of transactions or payments you make on Facebook. If you do not want us to store your payment source account number, you can remove it
using your payments page.

Friend Information. We offer contact importer tools to help you upload your friends’ addresses so that you can find your friends on Facebook, and invite your contacts who do not have Facebook
accounts to join. If you do not want us to store this information, visit this help page. If you give us your password to retrieve those contacts, we will not store your password after you have uploaded
your contacts’ information.

Information we collect when you interact with Facebook:

Site activity information. We keep track of some of the actions you take on Facebook, such as adding connections (including joining a group or adding a friend), creating a photo album, sending a
gift, poking another user, indicating you “like” a post, attending an event, or connecting with an application. In some cases you are also taking an action when you provide information or content to

us. For example, if you share a video, in addition to storing the actual content you uploaded, we might log the fact that you shared it.

Access Device and Browser Information. When you access Facebook from a computer, mobile phone, or other device, we may collect information from that device about your browser type,
location, and IP address, as well as the pages you visit.
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Cookie Information. We use "cookies" (small pieces of data we store for an extended period of time on your computer, mobile phone, or other device) to make Facebook easier to use, to make our
advertising better, and to protect both you and Facebook. For example, we use them to store your login ID (but never your password) to make it easier for you to login whenever you come back to
Facebook. We also use them to confirm that you are logged into Facebook, and to know when you are interacting with Facebook Platform applications and websites, our widgets and Share buttons,
and our advertisements. You can remove or block cookies using the settings in your browser, but in some cases that may impact your ability to use Facebook.

Information we receive from third parties:

Facebook Platform. We do not own or operate the applications or websites that you use through Facebook Platform (such as games and utilities). Whenever you connect with a Platform application
or website, we will receive information from them, including information about actions you take. In some cases, in order to personalize the process of connecting, we may receive a limited amount of
information even before you connect with the application or website.

Information from other websites. We may institute programs with advertising partners and other websites in which they share information with us:

» We may ask advertisers to tell us how our users responded to the ads we showed them (and for comparison purposes, how other users who didn't see the ads acted on their site). This data
sharing, commonly known as “conversion tracking,” helps us measure our advertising effectiveness and improve the quality of the advertisements you see.
1 We may receive information about whether or not you‘ve seen or interacted with certain ads on other sites in order to measure the effectiveness of those ads.

If in any of these cases we receive data that we do not already have, we will “anonymize” it within 180 days, meaning we will stop associating the information with any particular user. If we institute
these programs, we will only use the information in the ways we explain in the *How We Use Your Information” section below.

Information from other users. We may collect information about you from other Facebook users, such as when a friend tags you in a photo, video, or place, provides friend details, or indicates a
relationship with you.

3. Sharing information on Facebook.
This section explains how your privacy settings work, and how your information is shared on Facebook. You should always consider your privacy settings before sharing information on Facebook.

Name and Profile Picture. Facebook is designed to make it easy for you to find and connect with others. For this reason, your name and profile picture do not have privacy settings. If you are
uncomfortable with sharing your profile picture, you should delete it (or not add one). You can also control who can find you when searching on Facebook or on public search engines using the
Applications and Websites privacy setting.

Contact Information. Your contact information settings control (available when customizing your privacy settings) who can contact you on Facebook, and who can see your contact information
such as your email and phone number(s). Remember that none of this information is required except for your email address, and you do not have to share your email address with anyone.

Personal Information. Your personal information settings control who can see your personal information, such as your religious and political views, if you choose to add them. We recommend that
you share this information using the friends of friends setting.

Posts by Me. You can select a privacy setting for every post you make using the publisher on our site. Whether you are uploading a photo or posting a status update, you can control exactly who
can see it at the time you create it. Whenever you share something look for the lock icon. Clicking on the lock will bring up a menu that lets you choose who will be able to see your post. If you
decide not to select your setting at the time you post the content, your content will be shared consistent with your Posts by Me default privacy

(available when customizing your privacy settings).

Gender and Birth Date. In addition to name and email address, we require you to provide your gender and birth date during the registration process. We ask for your date of birth to verify that you
are 13 or older, and so that we can better limit your access to content and advertisements that are not age appropriate. Because your date of birth and gender are required, you cannot delete them.
You can, however, edit your profile to hide all (or part) of such fields from other users.

Other. Here are some other things to remember:

1 Some of the content you share and the actions you take will show up on your friends” home pages and other pages they visit.

n If another user tags you in a photo or video or at a place, you can remove the tag. You can also limit who can see that you have been tagged on your profile from your privacy settings.

» Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent it has been shared with others, it was
otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users.

You understand that information might be reshared or copied by other users.

Certain types of communications that you send to other users cannot be removed, such as messages.

When you post information on another user’s profile or comment on another user’s post, that information will be subject to the other user’s privacy settings.

If you use an external source to publish information to Facebook (such as a mobile application or a Connect site), you should check the privacy setting for that post, as it is set by that external
source.

“Everyone” Information. Information set to “everyone” is publicly available information, just like your name, profile picture, and connections. Such information may, for example, be accessed by
everyone on the Internet (including people not logged into Facebook), be indexed by third party search engines, and be imported, exported, distributed, and redistributed by us and others without
privacy limitations. Such information may also be associated with you, including your name and profile picture, even outside of Facebook, such as on public search engines and when you visit other
sites on the internet. The default privacy setting for certain types of information you post on Facebook is set to “everyone.” You can review and change the default settings in your privacy settings. If
you delete “everyone” content that you posted on Facebook, we will remove it from your Facebook profile, but have no control over its use outside of Facebook.

Minors. We reserve the right to add special protections for minors (such as to provide them with an age appropriate experience) and place restrictions on the ability of adults to share and connect
with minors, recognizing this may provide minors a more limited experience on Facebook

4. Information You Share With Third Parties.

Facebook Platform. As mentioned above, we do not own or operate the applications or websites that use Facebook Platform. That means that when you use those applications and websites you
are making your Facebook information available to someone other than Facebook. Prior to allowing them to access any information about you, we require them to agree to terms that limit their use of
your information (which you can read about in Section 9 of our Statement of Rights and Responsibilities) and we use technical measures to ensure that they only obtain authorized information. To
learn more about Platform, visit our About Platform page.

Connecting with an Application or Website. When you connect with an application or website it will have access to General Information about you. The term General Information includes your
and your friends’ names, profile pictures, gender, user IDs, connections, and any content shared using the Everyone privacy setting. We may also make information about the location of your
computer or access device and your age available to applications and websites in order to help them implement appropriate security measures and control the distribution of age appropriate content.
If the application or website wants to access any other data, it will have to ask for your permission.
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We give you tools to control how your information is shared with applications and websites that use Platform. For example, you can block all platform applications and websites completely or block
specific applications from accessing your information by visiting your Applications and Websites privacy setting or the specific application’s “About” page. You can also use your privacy settings to limit
which of your information is available to “everyone”.

You should always review the policies of third party applications and websites to make sure you are comfortable with the ways in which they use information you share with them. We do not
guarantee that they will follow our rules. If you find an application or website that violates our rules, you should report the violation to us on this help page and we will take action as necessary.

When your friends use Platform. If your friend connects with an application or website, it will be able to access your name, profile picture, gender, user ID, and information you have shared

with “everyone.” It will also be able to access your connections, except it will not be able to access your friend list. If you have already connected with (or have a separate account with) that website
or application, it may also be able to connect you with your friend on that application or website. If the application or website wants to access any of your other content or information (including your
friend list), it will have to obtain specific permission from your friend. If your friend grants specific permission to the application or website, it will generally only be able to access content and
information about you that your friend can access. In addition, it will only be allowed to use that content and information in connection with that friend. For example, if a friend gives an application
access to a photo you only shared with your friends, that application could allow your friend to view or print the photo, but it cannot show that photo to anyone else.

We provide you with a number of tools to control how your information is shared when your friend connects with an application or website. For example, you can use your Application and Websites
privacy setting to limit some of the information your friends can make available to applications and websites. You can block all platform applications and websites completely or block particular
applications or websites from accessing your information. You can use your privacy settings to limit which friends can access your information, or limit which of your information is available

to “everyone.” You can also disconnect from a friend if you are uncomfortable with how they are using your information.

Pre-Approved Third-Party Websites and Applications. In order to provide you with useful social experiences off of Facebook, we occasionally need to provide General Information about you to
pre approved third party websites and applications that use Platform at the time you visit them (if you are still logged in to Facebook). Similarly, when one of your friends visits a pre approved website
or application, it will receive General Information about you so you and your friend can be connected on that website as well (if you also have an account with that website). In these cases we require
these websites and applications to go through an approval process, and to enter into separate agreements designed to protect your privacy. For example, these agreements include provisions relating
to the access and deletion of your General Information, along with your ability to opt out of the experience being offered. You can disable instant personalization on all pre approved websites and
applications using your Applications and Websites privacy setting. You can also block a particular pre approved website or application by clicking "No Thanks" in the blue bar when you visit that
application or website. In addition, if you log out of Facebook before visiting a pre approved application or website, it will not be able to access your information.

Exporting Information. You (and those you make your information available to) may use tools like RSS feeds, mobile phone address book applications, or copy and paste functions, to capture,
export (and in some cases, import) information from Facebook, including your information and information about you. For example, if you share your phone number with your friends, they may use
third party applications to sync that information with the address book on their mobile phone.

Advertisements. Sometimes the advertisers who present ads on Facebook use technological methods to measure the effectiveness of their ads and to personalize advertising content. You may opt
out of the placement of cookies by many of these advertisers here. You may also use your browser cookie settings to limit or prevent the placement of cookies by advertising networks. Facebook does
not share personally identifiable information with advertisers unless we get your permission.

Links. When you click on links on Facebook you may leave our site. We are not responsible for the privacy practices of other sites, and we encourage you to read their privacy statements.
5. How We Use Your Information
We use the information we collect to try to provide a safe, efficient, and customized experience. Here are some of the details on how we do that:

To manage the service. We use the information we collect to provide our services and features to you, to measure and improve those services and features, and to provide you with customer
support. We use the information to prevent potentially illegal activities, and to enforce our Statement of Rights and Responsibilities. We also use a variety of technological systems to detect and
address anomalous activity and screen content to prevent abuse such as spam. These efforts may on occasion result in a temporary or permanent suspension or termination of some functions for
some users.

To contact you. We may contact you with service related announcements from time to time. You may opt out of all communications except essential updates on your account notifications page. We
may include content you see on Facebook in the emails we send to you.

To serve personalized advertising to you. We don't share your information with advertisers without your consent. (An example of consent would be if you asked us to provide your shipping
address to an advertiser to receive a free sample.) We allow advertisers to choose the characteristics of users who will see their advertisements and we may use any of the non personally identifiable
attributes we have collected (including information you may have decided not to show to other users, such as your birth year or other sensitive personal information or preferences) to select the
appropriate audience for those advertisements. For example, we might use your interest in soccer to show you ads for soccer equipment, but we do not tell the soccer equipment company who you
are. You can see the criteria advertisers may select by visiting our advertising page. Even though we do not share your information with advertisers without your consent, when you click on or
otherwise interact with an advertisement there is a possibility that the advertiser may place a cookie in your browser and note that it meets the criteria they selected.

To serve social ads. We occasionally pair advertisements we serve with relevant information we have about you and your friends to make advertisements more interesting and more tailored to you
and your friends. For example, if you connect with your favorite band’s page, we may display your name and profile photo next to an advertisement for that page that is displayed to your friends. We
only share the personally identifiable information visible in the social ad with the friend who can see the ad. You can opt out of having your information used in social ads on this help page.

To supplement your profile. We may use information about you that we collect from other Facebook users to supplement your profile (such as when you are tagged in a photo or mentioned in a
status update). In such cases we generally give you the ability to remove the content (such as allowing you to remove a photo tag of you) or limit its visibility on your profile.

To make suggestions. We use your information, including the addresses you import through our contact importers, to make suggestions to you and other users on Facebook. For example, if
another user imports the same email address as you do, we may suggest that you add each other as friends. Similarly, if one of your friends uploads a picture of you, we may suggest that your friend
tag you in the picture. We do this by comparing your friend’s pictures to information we've put together from the photos you've been tagged in. We may also suggest that you use certain tools and
features based on what your friends have used. You can control whether we suggest that another user add you as a friend through your “search for you on Facebook” privacy setting. You can control
whether we suggest that another user tag you in a photo by clicking customize from your privacy settings.

To help your friends find you. We allow other users to use contact information they have about you, such as your email address, to find you, including through contact importers and search. You
can prevent other users from using your email address to find you using the search section of your privacy settings.

Downloadable Software. Certain downloadable software applications and applets that we offer, such as our browser toolbars and photo uploaders, transmit data to us. We may not make a formal
disclosure if we believe our collection of and use of the information is the obvious purpose of the application, such as the fact that we receive photos when you use our photo uploader. If we believe it
is not obvious that we are collecting or using such information, we will make a disclosure to you the first time you provide the information to us so that you can decide whether you want to use that
feature.

Memorializing Accounts. If we are notified that a user is deceased, we may memorialize the user’s account. In such cases we restrict profile access to confirmed friends, and allow friends and
family to write on the user’s Wall in remembrance. We may close an account if we receive a formal request from the user’s next of kin or other proper legal request to do so.

6. How We Share Information
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Facebook is about sharing information with others  friends and people in your communities ~ while providing you with privacy settings that you can use to restrict other users from accessing some
of your information. We share your information with third parties when we believe the sharing is permitted by you, reasonably necessary to offer our services, or when legally required to do so. For
example:

When you make a payment. When you enter into transactions with others or make payments on Facebook, we will share transaction information with only those third parties necessary to
complete the transaction. We will require those third parties to agree to respect the privacy of your information.

When you invite a friend to join. When you ask us to invite a friend to join Facebook, we will send your friend a message on your behalf using your name. The invitation may also contain
information about other users your friend might know. We may also send up to two reminders to them in your name. You can see who has accepted your invitations, send reminders, and delete your
friends’ email addresses on your invite history page. If your friend does not want us to keep their information, we will also remove it at their request by using this help page.

When you choose to share your information with marketers. You may choose to share information with marketers or electronic commerce providers that are not associated with Facebook
through on site offers. This is entirely at your discretion and we will not provide your information to these marketers without your consent.

To help your friends find you. By default, we make certain information you have posted to your profile available in search results on Facebook to help your friends find you. However, you can
control who can see some of this information, as well as who can find you in searches, through your privacy settings. We also partner with email and instant messaging providers to help their users
identify which of their contacts are Facebook users, so that we can promote Facebook to those users.

To give search engines access to publicly available information. We generally limit search engines’ access to our site. We may allow them to access information set to the “everyone” setting
(along with your name and profile picture) and your profile information that is visible to everyone. You can change the visibility of some of your profile information using the customize section of your
privacy settings. You can also prevent search engines from indexing your profile using the Applications and Websites privacy setting.

To help improve or promote our service. Sometimes we share aggregated information with third parties to help improve or promote our service. But we only do so in such a way that no
individual user can be identified or linked to any specific action or information.

To provide you with services. We may provide information to service providers that help us bring you the services we offer. For example, we may use third parties to help host our website, send
out email updates about Facebook, remove repetitive information from our user lists, process payments, or provide search results or links (including sponsored links). These service providers may
have access to your personal information for use for a limited time, but when this occurs we implement reasonable contractual and technical protections to limit their use of that information to helping
us provide the service.

To advertise our services. We may ask advertisers outside of Facebook to display ads promoting our services. We may ask them to deliver those ads based on the presence of a cookie, but in
doing so will not share any other information with the advertiser.

To offer joint services. We may provide services jointly with other companies, such as the classifieds service in the Facebook Marketplace. If you use these services, we may share your information
to facilitate that service. However, we will identify the partner and present the joint service provider’s privacy policy to you before you use that service.

To respond to legal requests and prevent harm. We may disclose information pursuant to subpoenas, court orders, or other requests (including criminal and civil matters) if we have a good faith
belief that the response is required by law. This may include respecting requests from jurisdictions outside of the United States where we have a good faith belief that the response is required by law
under the local laws in that jurisdiction, apply to users from that jurisdiction, and are consistent with generally accepted international standards. We may also share information when we have a good
faith belief it is necessary to prevent fraud or other illegal activity, to prevent imminent bodily harm, or to protect ourselves and you from people violating our Statement of Rights and Responsibilities.
This may include sharing information with other companies, lawyers, courts or other government entities.

Transfer in the Event of Sale or Change of Control. If the ownership of all or substantially all of our business changes, we may transfer your information to the new owner so that the service
can continue to operate. In such a case, your information would remain subject to the promises made in any pre existing Privacy Policy.

7. How You Can Change or Remove Information
Editing your profile. You may change or remove your profile information at any time by going to your profile page and clicking “Edit My Profile.” Information will be updated immediately.

Delete uploaded contacts. If you use our contact importer to upload addresses, you can later delete the list on this help page. You can delete the email addresses of friends you have invited to join
Facebook on your invite history page.

Deactivating or deleting your account. If you want to stop using your account you may deactivate it or delete it. When you deactivate an account, no user will be able to see it, but it will not be
deleted. We save your profile information (connections, photos, etc.) in case you later decide to reactivate your account. Many users deactivate their accounts for temporary reasons and in doing so
are asking us to maintain their information until they return to Facebook. You will still have the ability to reactivate your account and restore your profile in its entirety. When you delete an account, it
is permanently deleted from Facebook. You should only delete your account if you are certain you never want to reactivate it. You may deactivate your account on your account settings page or
delete your account on this help page.

Limitations on removal. Even after you remove information from your profile or delete your account, copies of that information may remain viewable elsewhere to the extent it has been shared
with others, it was otherwise distributed pursuant to your privacy settings, or it was copied or stored by other users. However, your name will no longer be associated with that information on
Facebook. (For example, if you post something to another user’s profile and then you delete your account, that post may remain, but be attributed to an “Anonymous Facebook User.”) Additionally,
we may retain certain information to prevent identity theft and other misconduct even if deletion has been requested. If you have given third party applications or websites access to your information,
they may retain your information to the extent permitted under their terms of service or privacy policies. But they will no longer be able to access the information through our Platform after you
disconnect from them.

Backup copies. Removed and deleted information may persist in backup copies for up to 90 days, but will not be available to others.

Non-user contact information. If a user provides your email address to us, and you are not a Facebook user but you want us to delete your address, you can do so on this help page. However,
that request will only apply to addresses we have at the time of the request and not to any addresses that users provide to us later.

8. How We Protect Information

We do our best to keep your information secure, but we need your help. For more detailed information about staying safe on Facebook, visit the Facebook Security Page.

Steps we take to keep your information secure. We keep your account information on a secured server behind a firewall. When you enter sensitive information (such as credit card numbers and
passwords), we encrypt that information using secure socket layer technology (SSL). We also use automated and social measures to enhance security, such as analyzing account behavior for
fraudulent or otherwise anomalous behavior, may limit use of site features in response to possible signs of abuse, may remove inappropriate content or links to illegal content, and may suspend or

disable accounts for violations of our Statement of Rights and Responsibilities.

Risks inherent in sharing information. Although we allow you to set privacy options that limit access to your information, please be aware that no security measures are perfect or impenetrable.
We cannot control the actions of other users with whom you share your information. We cannot guarantee that only authorized persons will view your information. We cannot ensure that information
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you share on Facebook will not become publicly available. We are not responsible for third party circumvention of any privacy settings or security measures on Facebook. You can reduce these risks
by using common sense security practices such as choosing a strong password, using different passwords for different services, and using up to date antivirus software.

Report Violations. You should report any security violations to us on this help page.

9. Other Terms

Changes. We may change this Privacy Policy pursuant to the procedures outlined in the Facebook Statement of Rights and Responsibilities. Unless stated otherwise, our current privacy policy applies
to all information that we have about you and your account. If we make changes to this Privacy Policy we will notify you by publication here and on the Facebook Site Governance Page. If the
changes are material, we will provide you additional, prominent notice as appropriate under the circumstances. You can make sure that you receive notice directly by liking the Facebook Site
Governance Page.

Consent to Collection and Processing in the United States. By using Facebook, you consent to having your personal data transferred to and processed in the United States.

Defined Terms. "Us," "we," "our," "Platform" and "Facebook" mean the same as they do in the Statement of Rights and Responsibilities. “Information” and “content” are used more generally and
interchangeably here than in the Statement of Rights and Responsibilities unless otherwise limited by the context.
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